Application
Biometrics authentication system has many applications. The following are some the major application areas
1. ATM machine use
Most of the leading banks have been experimenting with biometrics of ATM machines use and as general means of combining card fraud.
2. WORKSTATION AND NETWORK ACCESS 
This was an area often discussed but rarely implemented until recent developments saw the unit price of biometric devices fall dramatically as well as several designs aimed squarely at this application.
3. TRAVELS AND TOURISM
It is applicable by using a multipurpose card which enable users to in various frequent flyer and border controls systems as well as paying for their air ticket, hotel rooms, hire care etc, all with one convenient token. 
4. INTERNET TRANSACTIONS
This application of biometric needs many prerequisites to be fulfilled. Assuming device cost could be brought down to level whereby a biometric (and perhaps chip card) reader could be easily incorporated into a standard build PC, we still have the problem of authenticated enrollment and template management, although there are several approaches one could take to that. Of course, if your credit already incorporated a biometric this would simplify things considerably.  
5. Public identity cards
A biometric incorporated into a multipurpose public ID cards would be useful in a number of scenarios if one could win public support for such a scheme.
Biometrics Vs Traditional authentication 
These traditional methods of the user authentication unfortunately do not authenticate the user as such. Traditional methods are based on properties that can be forgotten, disclosed, lost or stolen. Passwords often are easily accessible to colleagues and even occasional visitors and users tend to pass their tokens to or share their passwords with their colleagues to make their work easier. Biometrics, on the other hand, authenticates humans as such. Biometrics are automated methods of identity verification or identification based on the principle of measurable physiological or behavioral characteristics such as a fingerprint, an iris pattern or a voice sample.

Advantage and Disadvantage of Biometrics authentication methods
Although biometrics is considered the most effective and safe method we have to bear in mind its disadvantages, for example, that since it is a relative new technology, it is not still integrated in PC, so IT departments need to make a conscious decision before making the purchase and change its structure.
Let’s see some of the advantages and disadvantages of biometric authentication techniques

Facial recognition
Advantages:
· Non intrusive
· Cheap technology.
Disadvantages
· 2D recognition is affected by changes in lighting, the person’s hair, the age, and if the person wear glasses
· Requires camera equipment for user identification
Voice recognition
Advantages:
· Non intrusive. High social acceptability.
· Verification time is about five seconds.
· Cheap technology
Disadvantages:
· A person’s voice can be easily recorded and used for unauthorized PC or network.
· Low accuracy
· An illness such as a cold can change a person’s voice
Iris recognition
Advantages:
· Very high accuracy
· Verification time is generally less than 5 seconds.
· The eye from a dead person would deteriorate too fast to be useful, so no extra precautions have to been taken with
· Retinal scans to be sure the user is a living human being.
Disadvantages:
· Intrusive.
· A lot of memory for the data to be stored.
· Very expensive
Finger print
Advantages:
· Very high accuracy
· Is the most economical biometric PC user authentication technique
· It is one of the most developed biometrics
· Easy to use
· Small storage space required for the biometric template
· It is standardized
Disadvantages:
· For some people it is very intrusive, because is still related to criminal identification
· It can make mistakes with the dryness or dirty of the finger’s skin, and with age change 
