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  Introducing Bitcoin


  “Bitcoin takes currency to a fully digital realm”


  Reach in your pocket or purse, and pull out the first bill you encounter. Maybe it’s a $100 bill. Maybe it’s $1. Regardless, take a good look. Ignore what you’ve maybe seen in movies like National Treasure, and think about what makes that bill valuable.


  Ask yourself: why do we use dollar bills and coins to pay for goods and services?


  Government backing makes money valuable. A government sets rules about what type of money is recognized as a method of trading for goods and services. Before the formation of monetary systems, people traded all sorts of goods for other items and services. For example: a farmer from colonial times might have traded some of his grain for a tool to make his work easier. Jump ahead a few hundred years and today we’re using bills, coins, and debit cards because they’re easier to carry than a bushel of corn.


  In today’s digital society, however, could people choose to not use traditional money? Could there be an all electronic currency without the backing of government? Has cryptography and our computational security advanced to the point that such a currency could be handled on a peer-to-peer basis with no third-party intervention?


  In 2008, Satoshi Nakamoto wanted to find out. Nakamoto proposed the idea of the Bitcoin system, which is a form of digital currency, to other Internet users. All transactions could be completely anonymous, just like a cash transaction. No bank or paper money would be used.


  Nakamoto’s idea is based on digital bartering. This system would allow people to trade bitcoins for goods and services. Instead of seeing farmers trade part of their crop for a new plow, Bitcoin takes the idea of currency to a fully digital realm.


  Bitcoin uses cryptography and computer security to manage payment and removes third parties and central monetary authorities from the process. In the Bitcoin system, two parties simply agree to exchange bitcoins, thereby giving the digital currency its value.


  No one really knows just how many people are using the Bitcoin system. This isn’t surprising, seeing as how the system is completely anonymous. Bitcoin itself estimates as many as 60,000 people have used the system (http://bitcoinstatus.rowit.co.uk/).


  Whether Bitcoin’s current configuration flows from Satoshi Nakamoto’s original vision is debatable. That said, there’s little debate about whether Bitcoin has been successful. It’s nothing short of a remarkable story about how one person’s vision — born of an Internet message board — has developed into an international phenomenon.
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  Making Use of Bitcoins


  “You can buy, sell, spend, and donate bitcoins”


  Once you have bitcoins “in hand,” what exactly can you do with them?


  They actually work a lot like any other currency: you can buy, sell, spend, donate, exchange, or accumulate as many as you’re able to.


  When you’re ready to sell or buy bitcoins, you’ll want to find a bitcoin exchange. These businesses deal in bitcoins, similar to how a business might buy and sell gold or silver. Most exchange Web sites tend to have a lot of introductory information on how to use bitcoins.


  Many of these same businesses will also exchange bitcoins for cash. You should have few problems finding Web sites that offer these transactions in many different currencies. As with all currency exchanges, the market will dictate the value of a bitcoin versus any other currency. The Mt. Gox Web site (https://mtgox.com/) is one of the most popular.


  Finding local dealers to participate in face-to-face transactions can be challenging. Nevertheless, there are various Web sites that can help. One of the best is BTC Near Me (http://btcnearme.com/), which allows you to search for buyers and sellers based on your zip code. You can also look on Facebook or Craigslist to find dealers who buy and sell bitcoins.


  Some people choose to purchase bitcoins as an investment vehicle. Although their value against traditional currencies has fluctuated quite significantly over the past several months, there’s a clear upward trend. Nevertheless, investing in bitcoins is much less systematic than investing in the stock market — which should give you an idea of how risky it can be.


  Many businesses have begun accepting bitcoins as payment. If you see a “bitcoin accepted here” logo on the Web site, that means you’ll be able to buy goods and services with bitcoins. On the Bitcoin Wiki site, about 650 merchants are listed who offer goods and services, many of which are related to Web design, online gaming, and apps. The Wiki site lists another 60 sites are related to trading and exchanging bitcoins. (https://en.bitcoin.it/wiki/Trade)


  Another area to find merchants who accept bitcoins is the Search Bitcoin Web site. The number of merchants who have signed on to the BItcoin system is minuscule compared to the total number of the merchants out there. And you cannot purchase every potential product you might want with bitcoins yet. But if bitcoins grow in popularity, the number of merchants accepting them will certainly grow.


  (Image from Search Bitcoin, http://www.searchbitcoin.com/vendors/)


  You can also use your bitcoins for philanthropy. The donation process is made easy by the fact that you only need the charity’s Bitcoin address. There is one downside, however: because of the Bitcoin system’s anonymity, you might have some difficulty in claiming an income tax donation. A list of these charities is available on the Bitcoin Wiki site (https://en.bitcoin.it/wiki/Donation-accepting_organizations_and_projects).
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  Basics of Bitcoin


  “Physical coins are not needed”


  As suggested by the name, bitcoins are virtual coins consisting of “bits,” or digital data. A bit is the smallest piece of information that a computer uses to perform processes. In computer language, bits are combined to create commands and instructions for computer usage.


  The beauty of Bitcoin is that physical coins are not needed. The Bitcoin system makes use of secure encryption to ensure each bitcoin’s authenticity. Their creation also requires a secure computing process which can’t be easily corrupted. The entire system’s outline for the security method to follow, public key encryption, has been public knowledge since its introduction.


  Keep in mind that, without some sort of limitation to the method by which coins are created, bitcoins would have no value. Monetary systems based on a commodity money system issue paper currency and metal coins based on precious metals. For example, United States collection of gold, backed the U.S. dollar and the U.S. monetary system, followed this system until President Nixon suspended the directly convert dollars to gold in 1971. (http://en.wikipedia.org/wiki/Gold_standard#Post-war_international_gold-dollar_standard_.281946.E2.80.931971.29)


  The key to such a system is limiting the amount of money that can be printed to the amount of gold that’s available. With the Bitcoin system, the limitation is in the number of bitcoins. The system only can create a limited number of bitcoins over time, which helps give them value.


  Ultimately, though, the value of bitcoins is determined by the people using them. As long as people want bitcoins and believe they have value, they will have a value. In a traditional monetary system, if people stop believing in the value of a government, the value of that country’s money will plummet. The same would occur with bitcoins, should people suddenly stop believing they have value.
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  The Bitcoin Ideal


  “Bitcoin essentially runs itself”


  What drives Bitcoin is the notion that each person can control his or her money without government interference or bank involvement. The design is fully cognizant of this ideal and, in fact, it is one of the items referenced most often by Bitcoin’s creator, Satoshi Nakamoto.


  Bitcoin is a way of carrying out transactions without the need for traditional currency or banks. A transaction involving bitcoins is completely digital. A bank can perform an electronic transaction too, of course; but that transaction remains based on actual currency. Bitcoin transactions have no ties to the U.S. dollar or any other currency.


  In addition, the Bitcoin system is fully automatic, which means no employees are required to oversee the process. The system first generates then encrypts all bitcoins automatically. It essentially runs itself, trusting the authenticity of these digital signatures.


  Banks must track account balances for customers. The customer trusts the bank and its employees to be honest and to not steal money from its customers, thanks to the customer’s ability to monitor account activity and to account insurance from the FDIC. Without this trust, the banking industry couldn’t exist.


  Trust in financial institutions, however, is at one of its lowest points since the stock market crash of 1929. Bank failures continue to occur despite the recent bailouts, and although federal insurance protects bank customers from most of these failures, skepticism remains. Such doubt fuels people to look at other monetary systems.


  The recent Occupy Wall Street movement showcases the growing chasm between financial institutions and the American public. The protesters are calling attention to the fact that 1% of the population controls 99% of the wealth — an imbalance which creates an enormous amount of distrust within the system


  (http://www.montereycountyweekly.com/news/2011/nov/10/local-spin-american-autumn/). This type of social-based, non-conformist type of movement would seem to be the perfect fit for the Bitcoin system.


  Although these movements don’t seem to have a particular set of goals, they have drawn significant media attention. They have spread throughout the country, and no longer are just on Wall Street. The movements showcase a general distrust and dissatisfaction with the current financial structure in the United States, at least among a segment of society. Such distrust causes people to seek out other alternatives, such as the Bitcoin system.


  The Bitcoin system might not be the perfect solution to the distrust. Those participating in the movements certainly will like the way Bitcoin seems to be anti-government and anti-establishment. Whether they will want to put their money behind the protest and invest in system like Bitcoin remains to be seen.
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  Dealing With Banking Dissatisfaction


  “Bitcoin gives bank protesters an alternative financial option”


  Bitcoin’s growth emerged in part out of an idea to avoid the fees and limitations associated with traditional transactions. When you conduct a transaction at a bank, you may have to pay a fee. Banks make money by charging customers these fees and penalties. Banks can charge fees per transaction, fees based on a percentage of account balances, or fees based on particular services rendered.


  These fees are not uniform from bank to bank. Some banks have no fees for basic accounts and for basic transactions. Others charge fees for every type of account. These fees have been at the center of recent controversies. Bank of America recently drew fire from customers and pundits because of its plan to charge customers a $5 monthly fee for debit card usage.


  The bank had a large number of customers pull their accounts in a show of defiance against these fees. Some customers pulled their accounts in groups, allowing for extensive media coverage. Police even had to forcibly remove more than 100 protesters in mid-November, some of whom were setting up tents inside a Bank of America lobby in San Francisco


  (http://www.latimes.com/news/local/la-me-sf-occupy-20111117,0,5764736.story).


  The negative response caused Bank of America to cancel its $5 monthly debit card fee plan. Other banks, including Wells Fargo and JPMorgan Chase, abandoned similar plans


  (http://www.nytimes.com/2011/11/02/business/bank-of-america-drops-plan-for-debit-card-fee.html).


  Even with such plans out of the picture for now, the specter of increased fees remains. Banks are always under pressure to increase profits, and fee hikes are an enticing option because most consumers have few if any alternatives.


  Enter Bitcoin, which aims to provide an alternative. Because all transactions are digital and take place peer to peer, there are no transaction fees. Indeed Bitcoin has significantly reduced transaction costs by getting rid of the third party, and in so doing, has provided an attractive alternative to the current financial system.
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  Bitcoin Mining


  “Computers solve complex math problems when mining bitcoins”


  Satoshi Nakamoto outlined the system for creating bitcoins in his initial paper. These rules have remained in existence throughout Bitcoin’s growth. By default, everyone who participates in the Bitcoin generation system agrees to these rules.


  To earn bitcoins, a user must follow a complex process called mining. For those who don’t have a background in computing or high-level mathematics, the process to generate bitcoins will seem odd. It uses extremely precise mathematics that limit the number of bitcoins that will be generated throughout the lifetime of the system.


  Through the mining process, the user instructs his or her computer to run a piece of software that attempts to solve a very difficult math problem. No human would be able to solve the math problem without the help of significant computer processing power. The user’s computer must search for the solution to the problem, competing with others on a global basis.


  One Web site that helps people with bitcoin mining is the Bitcoin Pool Web site (http://bitcoinpool.org/). This site puts users together to create a bitcoin mining pool, which uses collective computing power to perform mining. Each participant then receives a portion of the bitcoins mined. Many other Web sites are devoted to bitcoin mining pools, so, if you’re interested in this, look around.


  One thing Bitcoin miners have found is that the users with powerful GPUs have more success than those whose computers only have a powerful CPU. A CPU is a general computer processor, while a GPU is a processor dedicated to processing graphics and video. For Bitcoin, GPU works better because GPUs are processors designed specifically for handling many streams simultaneously, as must occur with high-end graphics rendering. CPUs tend to be chips designed more as general-purpose chips. The specialty processing of GPUs works better for Bitcoin mining.


  To generate a block, users must come up with a proof of work. In simple terms, a proof of work guarantees that people cannot generate blocks without following the accepted set of steps and rules that have been outlined in the organization of the Bitcoin system. The proof of work prevents someone from hacking the block chain.


  To perform the proof of work, the person attempting to generate the block must create random numbers. Throughout the process, the person doing the work must be able to verify to other Bitcoin users that the number truly is random. All of the random numbers are compared to a target number, created by the Bitcoin system. Once the system finds a random number that’s properly related to the target number, the block becomes valid.


  Quite a bit of processing power is required to find the proper random number and create each block. As of late 2011, a large number of computers working on the generation of each block can accomplish this task about once every 10 minutes (although the time frame required will lengthen in the future, as required by the system). Even a high-powered computer working on its own would require far more than 10 minutes. As such, one hacker will have a hard time compromising the system.


  Users can perform two types of system transactions during the mining process. First, the user can create a block. Second, a tiny amount of currency is transferred between two people in the system. The block cannot be considered valid until one of the second types of transactions is attached to it.


  The use of the term mining is not an accident: the process is somewhat similar to a miner extracting precious minerals from the ground. It takes quite a bit of effort to create the block and the bitcoins. In addition, the system has only a finite number of bitcoins — just like the earth has a finite amount of precious minerals. As the Bitcoin system approaches the 21 million limit, the bitcoins will be tougher to mine — again, just like precious minerals.


  The Bitcoin system limits the number of solutions that can be found per day. It also automatically adjusts the difficulty of finding the solutions, thereby steadily limiting the number of bitcoins available. As the solutions become more difficult, the number of solutions that can be found per day will automatically decrease. You can use a bitcoin calculator to attempt to figure out the difficulty of mining a block at any time.


  (http://www.alloscomp.com/bitcoin/calculator.php)


  As the Bitcoin system matures, users will require more time to generate a random number that has a proper relationship with the target number. This ensures that the pace of the number of Bitcoin blocks generated in the future will slow down. The mathematical solutions will grow in difficulty. Fewer solutions will be available per day.


  As the number of available bitcoins begins to approach its maximum number, it will be much more difficult for users to mine bitcoins. The mathematical process will become so difficult, that the problem will be impossible to solve. This fact allows the system to set a limit of creating no more than 21 million bitcoins.


  Having a finite limit could cause fewer users to be interested in mining bitcoins. Eventually, the amount of work required for mining won’t match the potential reward. The Bitcoin system does have a policy in place to deal with this eventuality, though.


  Users will be encouraged to include fees onto their transactions that involve the future bitcoin blocks that will be more difficult to mine. This fee will go back toward the user who mined the more difficult bitcoin block, helping compensate him or her for the extra time involved in mining that particular block. Because each bitcoin has an address associated with it, the system should have no problem tracking those difficult blocks.
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  Bitcoin Safety Measures


  “Public key cryptography ensures secure transactions”


  When transferring bitcoins from one user to another, traditional cryptography and encryption methods ensure security. The components of this system are commonly used when securing data for many types of applications and, in fact, this system has been in use within computing for a long time and is therefore fairly well-tested.


  Specifically, Bitcoin uses what’s called either a public key system or public key cryptography to ensure secure transactions. A public key system requires each user to have two related keys associated to his or her name. A piece of encryption software generates the keys. One key is public while the other is called private. Each key must make sure that the digital signature system works properly.


  In the Bitcoin system, the public key is represented by the Bitcoin address that is assigned to each person. (From a purely technical standpoint, the Bitcoin address is a hash of the public key, but the overall idea is the same.) Your private key is then stored in the Bitcoin files on your computing system.


  The public key is made available to anyone the sender chooses — the technical terminology is that it is “published.” The digital signature system tracks the public keys and makes sure they’re available for verification.


  The private key is only available to the person to whom it is attached. It is stored on the computer of the person who owns the private key, and no one else may have access to it. This type of digital signature system only works when this private key remains secure and secret.


  When making a secure transaction using public key cryptography, the user creates the transaction, agreeing to send a certain number of bitcoins to the recipient. Before sending, the sender encrypts this transaction, using the recipient’s public key. This process scrambles the message containing the transaction.


  Once the recipient receives the transaction, the recipient uses his or her private key to unlock the message. If the public key (used to lock the message) and the private key (used to unlock the message) match, then they’re associated with the same person. The system will be able to unscramble the message. The recipient can then accept the transaction. This system ensures that only the holder of the private key can unscramble a message encrypted with his or her public key.


  You can think of this system like a public mailbox that you’d find in an apartment or on the street of a newer housing development. With this configuration, the mail carrier has a “public” key that opens a large door, giving the mail carrier access to all of the mailboxes. He or she can place letters in the individual mailboxes. The recipient then has what’s equal to a “private” key, which only opens the small door on his or her private mailbox.


  Another type of public key encryption involves having the sender use his private key and the recipient’s public key to encrypt the message. The recipient then uses his private key and the sender’s public key to decrypt the message. Again, the success of this type of encryption involves maintaining the secrecy of each person’s private key.


  Both keys consist of digital bits and the bits perform the digital task of unlocking data. Although the keys are related mathematically, no one can create a duplicate public key by knowing the private key or vice versa.


  When transferring bitcoins from one user to another, bitcoin client software handles the logistics of the transaction. To send a bitcoin, the sender would make the transaction to the recipient through the client software. This software would then handle all of the encryption required to ensure a secure transaction. But no third-party entity actually oversees the transaction.
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  History of Bitcoin


  “In just three years, Bitcoin has grown quickly in popularity”


  (Image from Wikipedia)


  Like many Internet phenomenons, Bitcoin has surged in popularity despite having only existed for three years. Those who founded Bitcoin registered the domain name about 10 weeks before introducing the idea to the world.


  Satoshi Nakamoto announced his Bitcoin P2P e-cash paper to the Gmane newsgroup, which is a cryptography e-mail list. Nakamoto outlined the idea behind Bitcoin in the paper by publishing it to the newsgroup, as well as posting a PDF file to the Bitcoin.org Web site. From the very first sentence of the paper, it was obvious that Nakamoto was proposing an entirely new system.


  The idea of crypto-currency, on which Satoshi Nakamoto based Bitcoin, seems to have its roots in a proposal that Wei Dai introduced in 1998. In Dai’s proposal, he posted the idea of crypto-currency to the Cypherpunks mailing list. Crypto-currency is a form of currency that only exists electronically. Crypto-currency differs from electronic financial exchanges, such as with PayPal and electronic bank transfers, because those types of transactions are simply substitutes for government-based, physical money. No government monitors and/or supports crypto-currency.


  Nakamoto’s paper outlined the key elements in the peer-to-peer electronic cash system. The primary aspects of the system haven’t changed much since 2008. For example, all participants in the network can choose to be anonymous. No third parties must be involved in overseeing the transactions. Double-spending could be prevented through the security makeup of the network.


  The first alpha version of Bitcoin appeared in early January 2009. Version 0.1 gave users a chance to try the service. With Satoshi Nakamoto’s announcement at the Cryptography BBS, Bitcoin was able to recruit technically savvy users from the beginning, thus giving it credibility within a key demographic.


  With the first alpha version, the documentation and the execution files were available for Windows only. In addition, Nakamoto included the C++ code with the release, allowing for open source improvements to be made. Users simply had to download the Bitcoin files into a directory and then run the executable file.


  With the alpha version, early users had two options for sending coins. With an online recipient who was not a member of the Bitcoin system, the sender could simply enter the IP address of the recipient. Bitcoin then would generate a public encryption key to finish the transaction. For those who were participating in the system, the sender could ship money to anyone with a Bitcoin address.
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  Bitcoin Value Increases


  “Bitcoin quickly reached parity with the dollar and the euro”


  Version 0.2 appeared in late December 2009, and the Bitcoin Market appeared less than two months later. As the first of several bitcoin currency exchange sites, the Bitcoin Market (https://bitcoinmarket.com/) was open to anyone who registered in its early days. The site now is only open via invitation for new users.


  Considering the types of clients that used Bitcoin in the early days — a lot of college students and late-night computer programmers — it’s probably not a surprise that one of the first purchases at the Bitcoin Market was a pizza. The user Iaszlo purchased the pizza from the user jercos. The cost? About 10,000 bitcoins (BTC), which was equivalent to about $25 at the time.


  Bitcoin gained notoriety with a larger audience in July 2010, when version 0.3 appeared. With the updated version, the popular Web site, Slashdot, made a mention of Bitcoin. Within a day, bitcoin values began steadily increasing against the U.S. dollar


  (http://news.slashdot.org/story/10/07/11/1747245/bitcoin-releases-version-03).


  Before the Slashdot mention, the exchange value was less than 1 cent per BTC. In less than a week, the exchange value had climbed to 8 cents per BTC. After the Slashdot bump, the exchange values remained flat for several months. But it was only a matter of time before the overall Bitcoin economy topped the $1 million mark.


  The establishment of a mobile-to-mobile app in December 2010 further advanced the popularity of Bitcoin. Users Bitcoind and ribuck made the first all-mobile transaction. It totaled only 0.42 BTC, but it ushered in even more potential for using bitcoins. The first bitcoin app for the iPad appeared in July 2011.


  In February 2011, the decimal bitcoin reached “parity” with the American dollar, as 1 BTC equaled $1. With the attention generated upon reaching this milestone, the Bitcoin.org Web site struggled to handle the traffic in the 24 hours after parity was reached. The attention did not come from mainstream media, but from mentions at Web sites such as Slashdot and Hacker News. Although the BTC quickly dipped below parity soon after, as trading increased, it eventually moved upward again when compared to the dollar.


  (http://news.slashdot.org/story/11/02/10/189246/Online-Only-Currency-BitCoin-Reaches-Dollar-Parity)


  Throughout the first half of 2011, Bitcoin users began adding other currencies to the BTC marketplace. For example, users began exchanging bitcoins for the British pound sterling in March. Markets soon followed for other currencies, such as the Brazilian real, the Polish zloty, and the euro. The BTC reached parity with the euro in April 2011.


  Mainstream media’s first significant mention of Bitcoin occurred in April 2011, when Time magazine showcased the peer-to-peer system. The Time article discussed whether Bitcoin could someday challenge banks and governments as providers of currency. (You can still see this article at the following permalink: http://techland.time.com/2011/04/16/online-cash-bitcoin-could-challenge-governments/).


  Of course, with increased fame comes increased risk. Hackers struck the Bitcoin currency exchange site, Mt. Gox, in June 2011 and stole passwords and user names. The hackers compromised the Mt. Gox customer database. Some hackers accessed an administrative account at Mt. Gox at the same time, submitting sell orders for fake bitcoins and causing the Mt. Gox exchange price to plummet from $17.51 per BTC to 1 cent per BTC.
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  Who Is Satoshi Nakamoto?


  “Satoshi’s a bit of a mysterious figure”


  Finding information on Bitcoin creator Satoshi Nakamoto is very difficult. Perhaps this shouldn’t be a surprise, though. After all, Nakamoto created a system based on complete anonymity, and so it’s no surprise that he would seek anonymity himself.


  In fact, after three years of attempting to learn more about Nakamoto, many actually believe the name is a nom de plume. On some Bitcoin forums and blog posts, speculation centers around whether Satoshi Nakamoto is male or female. Most people consider Nakamoto a male, though.


  Satoshi Nakamoto’s Wikipedia page doesn’t even include a photo, which is an oddity. This also fuels speculation that his name is an alias. Nakamoto has admitted in various messages that he is from Japan, but this could have also been fabricated.


  Even the people most closely aligned with the current development of the Bitcoin software aren’t quite sure. A team currently oversees the Bitcoin software adjustments and development. This is a volunteer team working under open source in the software development.


  Jeff Garzik, who is a member of a four-person core team that works on development of Bitcoin’s software, spoke to Technology Review in a recent article. “Satoshi’s a bit of a mysterious figure. I and the other core developers have occasionally corresponded with him by e-mail, but it’s always a crap shoot as to whether he responds.” In fact, some Web sites and media outlets have reported that Satoshi Nakamoto has stepped away from the project entirely.


  (http://www.technologyreview.com/computing/37619/)


  Nakamoto has two known e-mail addresses that are affiliated with the alias name. Both are from untraceable accounts. One e-mail address comes from an anonymous hosting service called vistomail, while the other one is from the free e-mail Web site, gmx.


  Satoshi Nakamoto does have a personal page on the P2P Foundation Web site. This page has had no activity since very early in 2011, though. It does list Nakamoto’s profile as being a 36-year-old male from Japan.


  There are a few claims on the Internet about who Satoshi Nakamoto really is. Most are from sources that don’t carry a history of a lot of trustworthy reporting. However, the New Yorker magazine says it may have uncovered Nakamoto’s real identity through an investigative report. The reporter who wrote the New Yorker article, Joshua Davis, makes a compelling argument for having identified Satoshi Nakamoto.


  The New Yorker reports Nakamoto is really Michael Clear. Because Nakamoto uses British spellings of words in his papers and correspondence, rather than American English spellings, the New Yorker speculated that he is British. He also would need to be highly fluent in peer-to-peer technologies and cryptography. He would need to be active in those areas in the late 2000s. Clear fits all of these criteria, according to the New Yorker.


  The New Yorker did contact Clear via e-mail initially, following with a telephone call. The reporter Davis cut to the chase, asking whether Michael Clear is actually Satoshi Nakamoto. Michael Clear laughed at the question initially and did not answer it. Later in the interview he did say that he is not Nakamoto … with a catch. “Even if I was, I wouldn’t tell you,” Clear said to the New Yorker.


  (http://www.npr.org/blogs/money/2011/10/03/141011155/did-a-reporter-just-solve-the-bitcoin-mystery)
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  Satoshi Nakamoto’s and Other Developers of Bitcoin


  “Is Nakamoto sitting on a large number of bitcoins?”


  Satoshi Nakamoto’s Low Profile


  With such a large amount of speculation about him swirling, thanks to the growing popularity of the Bitcoin system, it’s interesting that Satoshi Nakamoto has been able to keep such a low profile. In fact, his most public “appearance” may be the initial publishing of his outline for the Bitcoin system on the Internet. For such a complex system, Nakamoto explained it relatively quickly, as the original document is only nine pages long. You can still see the document today at the link: (https://docs.google.com/viewer?url=http://www.bitcoin.org/bitcoin.pdf)


  Some speculation exists on various Bitcoin forums that Satoshi Nakamoto is sitting on a large number of bitcoins. Some guesses place his ownership at around 1.5 million BTC. Because of the anonymity of the Bitcoin system, there’s no way to verify how many bitcoins anyone owns, let alone the system’s creator. If other estimates are correct — that about 6 million bitcoins had been mined by mid-2011 — the rumors on the forums would mean Nakamoto holds about 25% of the available bitcoins.


  It’s also possible that this number is much lower. No one really knows. Some people speculate that Satoshi Nakamoto actually holds less than 5% of the currently mined bitcoins, because that percentage would be safer for the overall system’s stability.


  Regardless, the possibility of one person owning 25% of the currency causes some people to be a bit leery of the Bitcoin system. With one person potentially controlling so much of the system’s value, he could cause the entire system to crash just by making a simple mistake or a large transaction. With Nakamoto not commenting publicly on anything related to the Bitcoin system, speculation continues.


  The situation has prevented a fair number of potential Bitcoin users from adopting the system. Such people would prefer to see Satoshi Nakamoto verify his identity, thereby giving people a little more trust in the system. It’s tough for some people to commit so much time and effort into an organization where the primary founder is unknown.


  Other Bitcoin users say these concerns don’t matter in the bigger picture. After all, Nakamoto made his intentions for the system public from the beginning. Those who joined the system late don’t have much of a right to complain about the risks that the early adopters took with investing time and effort into the Bitcoin system. Besides, without Nakamoto’s ideas, Bitcoin wouldn’t exist at all, supporters say. Those who enjoy the fruits of the system now shouldn’t begrudge any successes Satoshi Nakamoto may have received from the system he envisioned.


  Other Bitcoin Developers


  Beyond Nakamoto, several other people are key to the ongoing development of the Bitcoin system. Many of these people work with Bitcoin strictly as volunteers. Many of those volunteers probably own quite a few bitcoins, which means it’s in their best interest to see the Bitcoin system grow and succeed. Others have made a profession out of creating services that focus on the Bitcoin system. The following list includes both types of Bitcoin supporters:


  Gavin Andresen. He helps maintain the original Bitcoin client software as a core developer.


  Matt Corallo. He developed part of the Bitcoin client software.


  Hal Finney. He is an early contributor to Bitcoin, as well as the founder of PGP.


  Jeff Garzik. He is one of the core developers of the Bitcoin software, and he’s a founder of Bitcoin Watch.


  Martti Malmi. He is an administrator on the Bitcoin Forum, and he is the operator for Bitcoin.org.


  Michael Marquardt. He is the creator of the Bitcoin Talk forum.


  Jed McCaleb. He is the original developer of the Mt. Gox Web site.


  Nils Schneider. He owns both BitcoinWatch and BitcoinCharts, while serving as a core developer of the software.


  Patrick Strateman. He created the Python Bitcoin implementation process.


  Wladimir J. van der Laan. He helps maintain the Bitcoin client software as a core developer.


  Pieter Wuille. He is a core developer of the Bitcoin software, and he maintains Bitcoin network graphs.
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  Criticisms of Bitcoin


  “The Bitcoin system has some potential problems”


  Keep in mind that the Bitcoin system has its share of critics. Of course some of these critics are people who don’t know how the system works or who don’t really want to understand it. Still, there are some potential problems with the system, and no one will really knows whether they will be worked out favorably until some time in the future.


  One of the most common criticisms of the Bitcoin system is that it simply allows people to become tax evaders or to participate in illegal activities. Because of the anonymity built into the system, this is understandable. Keep in mind that cash transactions also are completely anonymous and could have the same number of problems.


  At least Bitcoin appears to be anonymous. Security expert Dan Kaminsky questioned this aspect of the Bitcoin system in a discussion at Toorcon Seattle in June 2011, saying, in the most simple explanation, that because people can be identified by their Bitcoin address, there is no anonymity. He also says that as Bitcoin grows, it will be forced to resemble more of a centralized banking system, because only certain computers will be able to handle the processing required of the block chain. Dan Kaminsky’s comments drew quite a bit of heated discussion on Bitcoin forums.


  (http://www.slideshare.net/dakami/bitcoin-8776098)


  Kaminsky has a point. Drug purchases are a reported use for bitcoins, as these users seek anonymity in the transaction. Even a drug purchase made over the Internet requires mailing the illegal substances to a physical address, though. One blog post on Gawker.com spelled out the ease with which drug purchases can occur.


  (http://gawker.com/5805928/the-underground-website-where-you-can-buy-any-drug-imaginable)


  An American computer programmer, Mark, visited a Web site, Silk Road, that claims to offer almost any types of drugs in exchange for bitcoins. He used a technique that was Amazon-like in nature, just selecting the 10 tablets of LSD he wanted and clicking a Checkout button, paying with bitcoins. Four days later, the drugs arrived at his home from Canada in a plain package. No one was arrested in this case, but the physical addresses used in a case like this would have given police a starting point, negating the anonymity of the system.


  After the post appeared at Gawker.com, Bitcoin developer Jeff Garzik responded. Although Bitcoin transactions are anonymous, police could access the chain block to find a transaction they consider illegal, potentially gaining some clues on tracking down the seller and purchaser. “Attempting major illicit transactions, given statistical analysis techniques deployed in the field by law enforcement, is pretty damned dumb,” Garzik told Gawker.com.


  These types of drug purchases using bitcoins have grabbed the attention of the U.S. government, primarily Sen. Chuck Schumer of New York. “It allows buyers and users to sell illegal drugs online … through a program that makes them virtually untraceable,” Schumer said. Some Bitcoin users would be extremely disappointed to see illegal drug activity cause the U.S. government to scrutinize the Bitcoin system and potentially declare it illegal. (http://www.betabeat.com/2011/06/06/chuck-schumer-silk-road-bitcoin-drugs/)


  Another criticism is that the Bitcoin system is simply a high-tech version of a pyramid scheme. Through this, a person who was an early adopter of the system would receive the most benefit, as he basically sits atop the pyramid. He recruits additional users. They make investments into the system, because the original adopter promises them growth, and he receives benefits from those investments of others.


  At the same time, he encourages them to recruit even more people to the system, again, for an investment. Their work leads to additional funds for the early adopter and all of the other people above them on the pyramid. There really isn’t any value in the overall system. As more people buy into the system at the bottom of the pyramid, money is only generated for those at the top. Eventually, the system runs out of new recruits and the pyramid collapses, causing those at the bottom to lose their investments.


  Bitcoin users deny this as a description for their system. They argue that those who were early adopters of the Bitcoin system deserve a greater reward because they took the most risk in terms of time and effort at the beginning.


  Those entering the system later still have the chance to collect a large number of bitcoins, because users have yet to mine the vast majority of the 21 million bitcoin limit. System estimates say users have only mined about 6 million bitcoins as mid-2011 and that the system won’t see less than 1 million bitcoins remaining until 2030.


  Graph from Bitcoin Wiki, that shows the number of bitcoins that will be available to mine each year until the 21 million limit is reached.


  Some people say that 21 million bitcoins is too small of a number. This thought process says that if bitcoins are to be widely available and used by a worldwide population in the future, 21 million cannot work because most people will never own one. If there’s little chance for someone to own a bitcoin, why would most people bother learning about or attempting to use the system?


  This worry is unfounded, though. Keep in mind that bitcoins aren’t dollars. The Bitcoin system uses a completely different method of presentation. Whereas dollars are expressed in numbers with two places after the decimal points (cents), bitcoins, because of their completely digital nature, can have an infinite number of places after the decimal point. Expressing bitcoin values with eight or more places after the decimal point would not be unusual in the future, meaning an infinite number of people could own a fraction of a bitcoin.
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  No Chargebacks Allowed


  “Individual users must police the system for fraud”


  The Bitcoin system doesn’t allow payment cancellations should a user send money for a good or service that the recipient doesn’t provide. For a system such as eBay, the ability to cancel payments is key. It gives buyers a level of comfort knowing that the company will protect them if the seller is a fraud. In the traditional financial world, credit card companies will protect buyers from fraudulent sellers, too.


  Those who participate in the Bitcoin system applaud the idea that payments cannot be canceled. After all, if this type of chargeback transaction were allowed, that would mean that someone, either the buyer or a third party, would need to be able to gain access to the seller’s bitcoins. Under the Bitcoin system, only the person who owns the bitcoins has access to them.


  This places the responsibility for avoiding fraud in the hands of the person sending the bitcoins during the transaction. The digital nature of the Bitcoin system makes the potential for fraud more possible. If fraud does endanger the growth of the Bitcoin system in the future, though, someone almost certainly will create a business around providing guarantees to buyers and sellers that both parties are trustworthy, even though they’re both remaining anonymous.


  Because it can take a few minutes for the bitcoin transaction to be confirmed, having the types of sales you’d see with cash or a credit card in a store would seem to be impossible. Those involved in the Bitcoin system acknowledge this issue. Other layers could be built into the overall system, such as creating an automatic loan system, that would guarantee the cost of a transaction until it could be verified that no double-spending had taken place.


  The biggest issue with the Bitcoin system is that one person with an extremely large amount of computing power available could, theoretically, take over the system. However, this is nearly impossible. As the Bitcoin system grows in the number of users participating, the number of computers in the system grows, providing quite a large amount of computing power. It’s nearly impossible for one person to have enough computing power available to take over the Bitcoin system, and the likelihood of this shrinks every day.


  The possibility remains that technological advances in the future could reverse this. For example, quantum computers, if they’re ever invented, could potentially break the current cryptography system on which the Bitcoin system relies. A quantum computer is a computing system based on the properties of quantum mechanical phenomena, which would allow them to work exponentially faster than today’s systems. If that occurs, the Bitcoin system may simply increase the power of the cryptography system it uses, thereby thwarting more powerful computing systems.
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  Legality of Bitcoin


  “Will some governments choose to battle the Bitcoin system?”


  Some discussion centers around whether, at some point in the future, some governments will declare bitcoins illegal. Perhaps some countries could outlaw the Bitcoin system, calling it an illegal currency. Other governments might launch investigations into determining whether the Bitcoin system is being used by citizens to illegally launder money. Such legal concerns caused the Electronic Frontier Foundation (EFF) to stop accepting donations of bitcoins.


  The anonymity of the Bitcoin system could lead to an instance where federal governments could prosecute users. In the U.S., for example, anyone involved in a transaction that has a value of $15,000 or more must report it to the IRS. If Bitcoin users fail to make this report, they could be prosecuted. The IRS then would have to figure out how to identify the anonymous user.


  If the bitcoins were used to purchase goods, law enforcement authorities could have a clue to break the anonymity. As soon as someone ships a package, the police could find either the buyer or seller, based on the physical addresses they use. If this package contained illegal goods, the police would have a chance to attempt to prosecute a Bitcoin system user.


  Another potential option for law enforcement involves freezing assets, similar to other types of currencies. Certainly, with the digital nature and encryption built into the Bitcoin system, law enforcement officials would be unable to freeze accounts as they do with other types of currency. Law enforcement could seize a user’s computer during an investigation, however, thereby potentially seizing all of the bitcoins the suspect owns


  (http://www.economist.com/blogs/babbage/2011/06/virtual-currency).


  This type of government action would be difficult to enforce, however. After all, the Bitcoin system is built on anonymity. It’s also a worldwide system with no real office or centralized headquarters, thus making it difficult for a single governmental entity to police.


  Governments also could just refuse to recognize bitcoins, which inadvertently happened at the Sea-Tac Airport in Seattle, Wash. Doctor Nefario arrived from China, identifying his occupation as founder of the Global Bitcoin Exchange Network. When he had only $600 in his pocket and said he would be staying in the United States for two months, customs officials denied him entry and sent him back to China. They didn’t buy his story that he would be funding his trip with bitcoins. (http://www.geekwire.com/2011/bitcoin-befuddles-customs-agents-thwarting-seattle-visit-digital-currency-guru)


  Nefario explained the situation in a blog post. “I was put into a small office when the five to six hours of questioning began. Did I have a credit card? Why did I have only $600? What the hell is Bitcoin?” (http://blog.glbse.com/no-electronic-devices) With this tool, a government could use customs officials to make it very difficult for global travelers to fund trips using bitcoins.
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  Bitcoin’s Best Case Scenarios


  “Is it the first step toward changing monetary systems?”


  Do a quick Google search, and you’re sure to find plenty of opinions on Bitcoin. Some focus entirely on downsides and drawbacks. Others take the point of view that the Bitcoin system could be the first step towards revolutionizing the world’s monetary systems.


  A recent article from TechRadar.com discussed the bets that Google, Apple and other high-tech companies are making that may boost the legitimacy of Bitcoin and other digital currency ideas. These companies feel that digital money could completely replace cash, perhaps as early as the middle of this decade. These high-tech companies don’t limit the definition of digital money to systems like Bitcoin. Instead, digital money includes any form of electronic transaction, ranging from Bitcoin to debit cards. But they would lay the foundation for greater growth for the Bitcoin system


  (http://www.techradar.com/news/phone-and-communications/mobile-phones/the-death-of-money-1033374).


  Indeed, digital payment has become a hot topic amongst high-tech companies in recent years and a number of different solutions are currently being explored. One of the ideas would allow you to make a purchase by tapping your smartphone against a another mobile device. NFC, short for Near Field Communications, would be a key technology in allowing mobile-to-mobile payments.


  Accounts we hold at places like iTunes and Google could automatically track our online purchases of apps, music, video and games. Bitcoins would have the potential to work inside this arena. Because the Bitcoin system is already in place, you could see merchants adopting it, rather than trying to create an entirely new digital payment system.


  In the TechRadar article, PayPal president Scott Thompson provided information on his feelings for the future of cash versus the ability to make transactions using smartphones and NFC. “We believe that by 2015, digital currency will be accepted everywhere in the U.S., from your local corner store to Walmart,” he said. “We will no longer need to carry a wallet.”


  To make this mobile-to-mobile payment system work, manufacturers must include NFC chips in their smartphones. Apple has plans for adding NFC chips in its phones, as do Google and RIM. Phones that don’t contain NFC chips and circuitry could add that capability through SIM cards. How quickly this technology can be built into a large enough number of smartphones to make a difference remains to be seen.


  One key to making an NFC smartphone payment system work would be adequate security. After all, what if you lost your smartphone? What if someone stole it? How could you prevent them from running your account balance to zero?


  Like the Bitcoin system, NFC would need to include some sort of encryption to ensure secure transactions over the wireless connection. As an added safeguard, NFC could require users to enter a PIN on certain transactions. An NFC smartphone would need a method for allowing it to be completely disabled whenever reported stolen or lost, too.


  If technologies such as NFC become commonplace, a fully digital system such as Bitcoin will surely benefit. The problem with people failing to trust the Bitcoin system will shrink as digital money becomes used more often. Bitcoin has a head start.
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  Key Bitcoin Components


  “Bitcoin looks to give people full monetary freedom”


  With a system like Bitcoin, the basic concept isn’t too confusing. At its most basic, the Bitcoin system intends to give people full control of their money. The notion that true freedom cannot occur unless people have monetary control is what drives Bitcoin. No system that relies on a government or third party to control the monetary system can be truly free. Bitcoin attempts to provide that freedom.


  Social concepts and good ideas aren’t enough to make a financial system work, though. Bitcoin must have good security measures built into it, for example, among other components. The system must have a method of “self-oversight,” which allows users to trust it.


  Avoiding double spending is an important aspect of Bitcoin. One of the flaws of digital cash configurations is the possibility of a user spending the same “token” twice. If some unscrupulous person were able to easily promise the same piece of money to two different recipients, it would be impossible for recipients to trust the system.


  With third-party digital cash systems, the controlling party verifies that no one uses double spending. With a peer-to-peer system like Bitcoin, though, another system was needed. After all, the primary purpose of using Bitcoin is to avoid third parties.


  The Bitcoin system avoids double spending by alerting all computers participating in the Bitcoin system about any transactions. As transactions occur involving bitcoins attach to a particular block, all parties who have bitcoins from that block will be alerted, too. This way, if anyone attempts to use the same coin in more than one transaction, someone involved in the system will be able to spot the the discrepancy. Without a third party overseeing the system, those who use the Bitcoin system must take charge of oversight.


  Because each bitcoin is based around a unique identifying number that cannot be changed, it’s easy for the system to identify each one. In addition, this system works because there will always be a finite number of bitcoins. This ID system is the key to avoiding double spending.


  Another important aspect of the Bitcoin system is the ability of users to remain anonymous. The bitcoin client software tracks the unique numbers associated with each bitcoin, the pair of public and private keys involved with the encryption system, and a Bitcoin address that’s attached to each public key. Because each user can create a new public key for each transaction he or she performs, one person could hold multiple Bitcoin addresses. With no third party entity overseeing the system, there’s no one to track which users own which coins.
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  Using Bitcoin


  “Obtain a Bitcoin address to get started”


  To begin using Bitcoin, you will have to install some software. The Bitcoin software is available for Windows, Linux, and Macintosh computers. You can download it from SourceForge.net, as well as some other sites. (http://sourceforge.net/projects/bitcoin/)


  As you run the software, you’ll be assigned a Bitcoin address. Running the initialization process can take a few hours because of the complex computations required as well as the amount of data your computer must download. Eventually, you’ll see a list of all of your transactions.


  To begin obtaining bitcoins, you have quite a few options. Some Web sites will award bitcoins just for people who visit. For example, the Bitcoin Faucet Web site offers 0.005 bitcoins to every new Bitcoin user who visits the site. This is a good way to get started. (https://freebitcoins.appspot.com/)


  As each transaction appears in your Bitcoin software, you’ll see a status bar. This indicates whether your transactions have been “confirmed.” Once a transaction has six confirmations recorded, it is considered official. This process can take several minutes.


  If you’re looking for some beginner information about making use of the Bitcoin system, you have several options. For Linux users, one of the best sites is the Ubuntu Forums (http://ubuntuforums.org). Plenty of those threads deal with topics like “bitcoin Ubuntu for beginners.” Another good site for beginners is the Bitcoin Wiki site (https://en.bitcoin.it/wiki/Main_Page).


  Even those who don’t use Bitcoin or mine for bitcoins can watch the mining process take place. The Bitcoin Block Explorer Web site can help you watch the process. It also includes a list of the latest blocks that have been mined (http://blockexplorer.com).


  Stolen Bitcoins


  A Bitcoin user, allinvain, reported on the BitcoinTalk.org forum in June 2011 that he or she lost 25,000 bitcoins to a hacker. (https://bitcointalk.org/index.php?topic=16457.0) Any user who fails to encrypt his own hard drive could suffer the same fate. The Bitcoin system has no recourse for this potential problem. It’s up to each individual Bitcoin user to police his or her own account and avoid such problems. Each person’s bitcoins are only secure when their Bitcoin wallet is secure.


  At the time of the hack, 25,000 bitcoins was worth about $500,000 based on the dollar to BTC exchange. Although no media outlet was able to verify the theft, allinvain was a long-time poster on the BitconTalk.org forum. This gave the post more credibility than if it had been someone new to the forum.


  When asked about the alleged theft, one of the leaders of the Bitcoin software development project, Gavin Andresen, told Ars Technica that it could be a true story. He also said that someone could fake a theft by simply claiming that any Bitcoin transaction was a theft because all of the transactions are anonymous. Because the Bitcoin system is still in development, and without adequate policing by tech-savvy users themselves, some could lose their bitcoins to hackers: “This is an expensive test case for the guy who lost the bitcoins”


  (http://arstechnica.com/tech-policy/news/2011/06/bitcoin-the-decentralized-virtual-currencyrisky-currency-500000-bitcoin-heist-raises-questions.ars).


  Another problem occurred at the Mt. Gox Web site. As mentioned earlier, hackers attacked Mt. Gox by creating fake transactions and stealing passwords and user names. Because some Mt. Gox users had used the same passwords and user names at MyBitcoin, too, hackers were able to take about 600 additional accounts. In this case, the hackers were able to steal bitcoins from the accounts. Reported losses were as high as 2,000 BTC for some MyBitcoin users, although verification is not possible because of the nature of the system. MyBitcoin is currently offline.


  Using eWallets


  If you don’t want to deal with all that work yourself, you can simplify the process by making use of a browser-based wallet service — also called an eWallet. These third-party services will help you manage your bitcoins. Some Bitcoin users prefer the idea of handling the entire process themselves and choose to skip eWallets. Options for these types of services can be found here: (https://en.bitcoin.it/wiki/Category:EWallets)


  eWallets come with a potential set of problems. Obviously, you must trust the eWallet provider’s honesty. An eWallet is similar to a physical bank where you store your dollars — you have to trust not only the institution but also the folks inside the institution who are storing (or writing the architecture to store) your money.


  The same problem could occur with an eWallet provider. If he was dishonest, he could steal all of the bitcoins stored with him because he has full control of them. Because of the anonymity associated with Bitcoin, and because of its digital existence, an eWallet provider could disappear with bitcoins pretty easily.


  An eWallet provider could also easily fall victim to hacking. You’re trusting that the eWallet is secure versus hackers. If the eWallet Web site claims a hacker stole all of the bitcoins he had stored, you really have no recourse. Even though an eWallet is an easier method for storing your bitcoins, and even though most of them don’t have the problems described here, some people will feel safer storing their own bitcoins.
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  Making The Most Out of Bitcoins


  “Curious bloggers often share their Bitcoin stories”


  Even though they represent a tiny fraction of all worldwide transactions, people are using bitcoins to buy real goods and services. Some of the transactions are very basic in nature. Some are very illegal. Still, it seems most of the documented Bitcoin transactions involve curious bloggers and Bitcoin newbies who are primarily interested in seeing whether the system actually works.


  The casinos. A common use for bitcoins is with games of chance and online casinos. The BitLotto Web site (http://bitlotto.com/) runs a lottery that only accepts bitcoins to purchase the tickets and to pay the winnings. The BitJack21 Web site (https://bitjack21.com/) offers an online blackjack game that only accepts bitcoins. Those running the Bitcoin casinos gain the trust of gamblers by showing the code they used, which guarantees a random game of chance.


  The coins. A blogger, EmAreDubs, ordered an actual physical coin that represents a bitcoin, which is made at the Casascius site. (https://www.casascius.com/) With an all digital currency, a physical bitcoin is simply a souvenir. Still, some Bitcoin users want these physical coins as keepsakes. (http://www.reddit.com/r/Bitcoin/comments/lz19e/just_received_my_casascius_physical_bitcoin_in/)


  The drugs. In addition to the Silk Road story mentioned earlier, bitcoins reportedly are being used as part of another drug exchange through the secretive Dark Web online community. Again, this type of activity caused the U.S. government to take a closer look at the legality of bitcoins. (http://www.aljazeera.com/video/americas/2011/06/20116655012909169.html)


  The investments. Rick Falkvinge, a civil liberties activist, announced on his blog that he was going to convert all of his savings into bitcoins — then he did it. “It’s a calculated risk that I’m taking,” Falkvinge told The Bitcoin Sun. (http://thebitcoinsun.com/public/releases/edition_004/TheBitcoinSun_Edition4.pdf)


  The jobs. Want to work for bitcoins, rather than dollars? You can post your job or skill set at the Work For Bitcoin Web site. (https://workforbitcoin.com/)


  The t-shirts. A blogger, Joe Duncko, ordered a t-shirt for 1.21 BTC that contained a Bitcoin slogan. He seemed almost surprised that it arrived as promised and well-packaged, detailing the transaction in great detail. (http://joeduncko.com/2011/07/25/square%C2%B2wear-t-shirts-for-bitcoins-review/)
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  Bitcoin Businesses


  “Some businesses are focused on investing in bitcoins”


  Some Bitcoin users have been able to turn the use of the system into an actual business. Peter, a poster on the Bitcoin Forum (https://bitcointalk.org/), turned his work with bitcoins into Lamber Investment Funds. Peter’s business is focused on investing in bitcoins.


  Some of Peter’s earliest Bitcoin transactions involved purchasing a Web hosting service. Peter said he spent about 2.2 BTC for Web hosting and Web site name registration, which would equal about $6.60 in U.S. dollars as of late 2011. “I would love to see you try to find Web site registration and hosting for a year for just that much; you probably can’t get even a month for that price!” Peter noted.


  He says he doesn’t use bitcoins to actually buy and sell things all that often, maybe once a month. But Peter does trade in shares of bitcoins on the Mt. Gox Web site on a daily basis. The difference is that those trades don’t end up adding to the block chain, so some people don’t really consider them transactions.


  Another Bitcoin system user, known as S3052 on the Bitcoin Forum, began using the Bitcoin system in September 2010. S3052 did not come to bitcoins as a high-tech user, which is somewhat rare. Instead, he was a trader and technical analyst who specialized in chart analysis.


  S3052 says the first time he visited the Mt. Gox Web site, he was hooked. The charts that tracked bitcoin values grabbed his attention instantly. “Within 60 minutes of finding out about bitcoins, becoming a member of the Bitcoin Forum, and finding the exchange on the Web, I had bought my first bitcoins,” S3052 says. He says he had almost immediate success in analyzing the Bitcoin market and making trades, and he now has a business where he performs technical analysis of bitcoins (http://blog.bitcoinwatch.com/).


  At first, S3052 says he did all of his analysis for free, simply asking for bitcoin donations from anyone who appreciated the analysis. “This worked quite well,” he says. Eventually, though, his work turned into a small business with subscribers.


  S3052 says he has been fascinated by the Bitcoin market and how it exhibits many of the same trends that other markets follow, whether they’re currency markets, stock markets, or commodities markets. “There are always people questioning the value of bitcoin chart analysis,” he says. “It’s probably in the same way people have questioned chart and technical analysis for other financial markets.”


  S3052 says he is watching the relationship of bitcoins to the U.S. dollar, trying to determine whether the value of bitcoins versus the dollar will rise near its June 2011 highs. As he continues this work, he says he appreciates the fact that he’s been able to work with bitcoins almost from the beginning. “Having been part of the early phases of the Bitcoin economy feels like being in a startup. And this experience has been one of the most valuable experiences in my professional life,” S3052 says. (http://www.bitcoinbullbear.com/)


  Both S3052 and Peter mentioned how they like the global nature of the Bitcoin system and market. Peter’s Web hosting company was in the United Kingdom, for example, which was easy enough for him to use because of the global acceptance of bitcoins. S3052, meanwhile, says his subscribers are from all over the world, which he’s not sure would’ve occurred if bitcoins weren’t involved. “It works globally, and people can pay for this service with zero fees, almost instantly,” S3052 says.
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  Buying a Bitcoin Airplane


  “One transaction involved the purchase of a private airplane”


  Stories about how people have used bitcoins over the past couple of years are common on the various Bitcoin forums. Although it’s impossible to verify such stories, they are certainly plausible given the fluctuations in the values of bitcoins versus the dollar over the past several months.


  One of the largest transactions involved the purchase of a small private airplane. A group of investors was looking to obtain a large number of bitcoins with a single transaction. The group did not want to use an exchange site, because the large transaction potentially would’ve caused a major fluctuation in the market price for bitcoins and the group was concerned about paying a larger amount than the market price.


  With that concern in mind, the transaction ended up being a bit out of the ordinary. The group found someone hoping to purchase a private airplane who was willing to pay with bitcoins. The group then found an airplane for sale, but the seller wanted U.S. dollars. To facilitate the transaction, the group performed as a middleman, arranging for the second person to send the airplane to the first person. The group accepted the bitcoins, sending the requested number of dollars to the person who owned the airplane.


  This out-of-the-ordinary transaction resulted in the group receiving the amount of bitcoins it wanted. By involving the sale of a private airplane into the transaction, rather than using an exchange site, the group was able to maximize the number of bitcoins it received for the number of dollars it spent.


  If the Bitcoin system expands in popularity in the future, such complex transactions won’t be needed. More people could trade bitcoins directly without affecting the market.


  “The great thing about bitcoins is that they allow people to invest money very easily into companies all over the world,” Peter, the aforementioned Bitcoin Forum user, notes. “It also allows just about anybody to get funding for their projects. Even though people around the world use different currencies, I envision bitcoins becoming a global currency for exchanging investments.”
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