






CHAPTER-1

INTRODUCTION TO HOME AUTOMATION


1.1.     
INTRODUCTION



Home Automation is a combination of 2 different words having their own wide meanings- Home + Automation. To know clearly about the topic we must have the idea of both.


​
H
ome
 is a dwelling-place used as a permanent or semi-permanent residence for an individual, family, household or several families in a tribe. It is often a house, apartment, or other building, or alternatively a mobile home, houseboat, yurt or any other portable shelter. Larger groups may live in a nursing home, children's home, convent or any similar institution. A homestead also includes agricultural land and facilities for domesticated animals. Where more secure dwellings are not available, people may live in the informal and sometimes illegal shacks found in slums and shanty towns. More generally, "home" may be considered to be a geographic area, such as a town, village, suburb, city, or country.
 In short  a home is generally the place where one lives permanently, especially as a member of a family or household.




Automation-
Automation
 or 
automatic control
 is the use of various control systems for operating equipment such as machinery, processes in factories, boilers and heat treating ovens, switching in telephone networks, steering and stabilization of ships, aircraft and other applications with minimal or reduced human intervention. Some processes have been completely automated.






The biggest benefit of automation is that it saves labor; however, it is also used to save energy and materials and to improve quality, accuracy and precision. The term automation, inspired by the earlier word automatic (coming from automaton), was not widely used before 1947, when General Motors established the automation department.  It was during this time that industry was rapidly adopting feedback controllers, which were introduced in the 1930s. Automation has been achieved by various means including mechanical, hydraulic, pneumatic, electrical, electronic and computers, usually in combination. Complicated systems, such as modern factories, airplanes and ships typically use all these combined techniques.
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Figure 1.2. An automated home view


Concluding both the information’s we get the definition of
 Home automation. Home automation is the residential extension of building automation. It is the automation of the home, housework or household activity. Home automation may include centralized control of lighting, HVAC (heating, ventilation and air conditioning), appliances, security locks of gates and doors and other systems, to provide improved convenience, comfort, energy efficiency and security. Home automation for the elderly and disabled can provide increased quality of life for persons who might otherwise require care givers or institutional care.




The popularity of home automation has been increasing greatly in recent years due to much higher affordability and simplicity through smartphone and tablet connectivity. The concept of the
 "Internet of Things"
 has tied in closely with the popularization of home automation. A home automation system integrates electrical devices in a house with each other. The techniques employed in home automation include those in building automation as well as the control of domestic activities, such as home entertainment systems, houseplant and yard watering, pet feeding, changing the ambiance "scenes" for different events (such as dinners or parties), and the use of domestic robots. Devices may be connected through a home network to allow control by a personal computer, and may allow remote access from the internet. Through the integration of information technologies with the home environment, systems and appliances can communicate in an integrated manner which results in convenience, energy efficiency, and safety benefits.







1.2. WHY HOME AUTOMATION??





As we personally believe in the quote-




“WITHOUT IMPLEMENTATION THERE IS NO USE OF EDUCATION”



It’s so necessary to know the benefits of this technology so that we can make our interest in learning it.




Eight Reasons to Automate Your Home



You’ve heard about home automation and are wondering what all the fuss is about? If you’re like most people, you don’t do things without a good reason. Just why should you automate your home? Here are 8 good reasons:



1.    Make tasks more convenient
 – Many tasks that are repetitive in nature can be accomplished automatically or with fewer steps using home automation. Instead of turning off or dimming four different lights when you want to watch a movie, home automation allows you to accomplish this task with one button?




2.    Save money on utilities
 – Utilities can amount to several hundred dollars per month. Home automation can turn off lights or lower the thermostat automatically when you aren’t using them and easily lower your utility bills by 10% to 25%.





3.    Increased home safety
 – Many accidents happen in the home because of poor lighting. Home automation can automatically turn lights on in closets, stairways, and other dark places when you enter and decrease the chance of accidentally tripping or running into things.





4.    Home security
 – Although home security is a priority for everyone, high installation cost or monthly monitoring charges make security systems cost prohibitive for many homeowners. Home automation provides an inexpensive solution to home security.





5.    Good for the environment
 – In a time when we are all becoming more environmentally aware, home automation provides a good solution to help preserve our natural resources. Home automation products can reduce power consumption and automatically turn off lights and appliances when they aren’t in use.





6.    Peace of mind
 – Never again worry about your home while you’re away. Using home video cameras and an Internet connection, you can check on the status of your home or kids from anywhere in the world using a PC or web-enabled phone.





7.    Learning experience for children
 – Technology is here to stay and the more your children learn about upcoming technology the better prepared they are for the future. Turn your home into a classroom, as your home automation projects become a learning experience for your children.





​



8.    Something the whole family can enjoy
 – A family that plays together, stays together. Although home automation is all of the above, most of all it’s a lot of fun for the entire family. You will find home automation will bring the family closer together as everyone learns about the technology’s capabilities together.
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figure 1.3. Smart Home Applications\\


CHAPTER-2

THEME OF SMART HOME

2.1. BACKGROUND

Home Automation is one of the latest demanding technology in the market. Today we are living a very busy life. Everybody work for several hours to earn money that can fulfill the demands of their family and nourish them. But after working with several problems at office, what does a person want?

A comfortable life at home. But as you know that in cities it’s so hard because everybody is busy in himself/ herself .They have no time to think of others. So how you can think that you get any assistance from someone at home like suppose when you are returning from your office and reach in front of your home with your car. Just think that by just touching your android phone your garage door automatically opened and you parked your car there and after locking the garage when you reach in front of your main door an automatic retina scanner and fingerprint scanner scan your biometric data and allow you to access the home facilities. When you get into your home an infrared sensor automatically detects your presence and switch on the lights of the home or the certain places of home where you go.

When you sit on your sofa for the rest it automatically sense your presence by proximity sensor and switch on the fan or A.C. For you, carry a glass of water for you, automatically change the temperature range according to the atmospheric temperature or speed up/down the fan, start the coffee machine for you that create a hot cup of coffee for your mind refreshment, start the geyser in the bathroom for a shower. After taking the shower when you reach at your bedroom a melodious music track starts which is also linked with your android device’s music player via Bluetooth so that you can change the track as per your mood. You’re T.V. The remote is also inside your android device so that you can access your TV also. The external lightning of your home automatically starts glowing when the sunlight fainted by the help of LDR sensors. In this automated home, you also have a facility of  persons location tracking by using GPS module and Google Map which is like the Children Monitoring that surely reduce your tension. For security purpose LPG monitoring in kitchen. Smoke sensors monitoring in whole house and Water level monitoring and control in Water tank also included in it which continuously give you notifications in your Android device with the help of Internet connectivity using IP module with Arduino microcontroller. It’s not only easy to use it, but also necessary to make your life more and more comfortable and secure. It’s so interesting to hear all this and also very fantastic when you really enjoy these at your home. It’s like Heaven on this Earth.


2.2. TRADATIONAL SYSTEMS AT HOMES

India is a land of adjustments. Here there is an adjustment related to anything. A middle class family person just does adjustments/ compromises throughout his whole life. By this way you can live a life, but not really enjoy the life. For a person having a limited source of income, his house is a like everything for him. After completing the whole day with enormous puzzling tasks at the office and society finally he reached home. So he must have the desire to have some piece of mind. But the situation is not like that. We have to do all tasks at home manually which make us more tired and our dream to take rest at home is still not fulfilled. When you reach home and unlock the door (Suppose you are living alone) then what you see?
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Figure 2.1.Traditional System Used at Homes

New job fields where you have to switch on the lights first, then start the Fan or A.C. and maintain its speed manually, go to the kitchen and make a cup of coffee for you .Now if you have a desire to take a shower you have to go in the bathroom and switch on the Geyser. Then after if you have a desire to hear some songs, you have to go to switch on the Audio Console and search for a track that feels so odd when you want rest after the whole day. Again, if you want to see TV then firstly you have to search for your remote control which seems to be a very laborious task. Some of you already have experience in this field.

So the overall experience made us feel to think something to get rid of from all this. The idea which  we proposed earlier in the Introduction part is the solution of it which is so cost effective as well as so smart so that everybody want to have a home like that. We just want comfort at least in our own places .It’s your right as well as your desire to so why not you have it.


CHAPTER-3

SCIENCE BEHIND THE PROJECT

3.1. TECHNICAL APPROACH

Home automation is definitely a new term if we talk about Indian market but in western countries it’s very common. Several home automation devices already in market, which is either based on any microcontroller (like 8051, Atmega) or discrete components (like the circuits of capacitors, resisters or inductors). But this project is different from the previous ones. We are using the latest Microcontroller ‘
Arduino’
 which is more handy and easy to use/ understand than the previous microcontrollers.


3.1.1. ARDUINO

Arduino is a tool for making computers that can sense and control more of the physical world than your desktop computer. It's an open-source physical computing platform based on a simple microcontroller board, and a development environment for writing software for the board.

Arduino can be used to develop interactive objects, taking inputs from a variety of switches or sensors, and controlling a variety of lights, motors, and other physical outputs. Arduino projects can be stand-alone, or they can communicate with software running on your computer (e.g. Flash, Processing, MaxMSP.) The boards can be assembled by hand or purchased preassembled; the open-source IDE can be downloaded for free.

The Arduino programming language is an implementation of Wiring, a similar physical computing platform, which is based on the Processing multimedia programming environment. The specialty of this MCU lies in its open source specialty that makes it available for all. This helps it to rise its market day by day like the Linux OS and Android apps. Due to this factor we have lots of modules in market that is ready to use with the MCU .i.e. GSM module, Bluetooth Module, Zigbee Module, IP Module etc. that helps the developer to turn Creative Ideas into reality. Its has an inbuilt Burner which is so helpful to program the MCU as per the situations.
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figure 3. 1 Arduino UNO board


The Arduino Uno is a microcontroller board based on the ATmega328 . It has 14 digital input/output pins (of which 6 can be used as PWM outputs), 6 analog inputs, a 16 MHz ceramic resonator, a USB connection, a power jack, an ICSP header, and a reset button. It contains everything needed to support the microcontroller; simply connect it to a computer with a USB cable or power it with a AC-to-DC adapter or battery to get started.
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figure 3. 2 Pin Diagram Of Arduino UNO


The Uno differs from all preceding boards in that it does not use the FTDI USB-to-serial driver chip. Instead, it features the Atmega16U2 (Atmega8U2 up to version R2) programmed as a USB-to-serial converter.

Revision 2
 of the Uno board has a resistor pulling the 8U2 HWB line to ground, making it easier to put into DFU mode.




Revision 3
 of the board has the following new features:


	
Stronger RESET circuit.







Atmega 16U2 replaces the 8U2.





"Uno" means one in Italian and is named to mark the upcoming release of Arduino 1.0. The Uno and version 1.0 will be the reference versions of Arduino, moving forward. The Uno is the latest in a series of USB Arduino boards, and the reference model for the Arduino platform; for a comparison with previous versions, see the index of Arduino boards.




SUMMARY





	
Microcontroller


	
ATmega328





	
Operating Voltage


	
5V





	
Input Voltage (recommended)


	
7-12V





	
Input Voltage (limits)


	
6-20V





	
Digital I/O Pins


	
14 (of which 6 provide PWM output)





	
Analog Input Pins


	
6





	
DC Current per I/O Pin


	
40 Ma





	
DC Current for 3.3V Pin


	
50 mA





	
Flash Memory


	
32 KB (ATmega328) of which 0.5 KB used by bootloader





	
SRAM


	
2 KB (ATmega328)





	
EEPROM


	
1 KB (ATmega328)





	
Clock Speed


	
16 MHz





	
Length


	
68.6 mm





	
Width


	
53.4 mm





	
Weight


	
25 g








3.1.2. ANDROID SMARTPHONE

The second most important part of the project is Android Smartphone. Android is the name of latest tech trend. Android
 is a 
mobile operating system (OS) based on the 
Linux kernel and currently developed by 
Google. With a 
user interface based on 
direct manipulation, Android is designed primarily for 
touchscreen mobile devices such as 
smartphones and 
tablet computers, with specialized user interfaces for televisions (
Android TV), cars (
Android Auto), and wrist watches (
Android Wear)
[11]
. We are using it to show the information which we get from the sensors and also send instruction to the MCU via Bluetooth so that we can control the things that are connected to the Arduino. In Android app store there are lots of apps that can be used for the automation purpose like ArduDroid, Arduino Command, Arduino Smart Home, Ardudroid etc.
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figure 3. 3  Different Apps Used


3.2. CONNECTING MEDIUM

After setting up all things in MCU and installing application in the Android device, we face a very common problem of connectivity. How to connect these 2 different devices with each other?

We have several wired/ wireless technologies that we can use to connect these devices. The choice of the technology is fully based on the range of connectivity. Some technologies are as follows-


1)
    
Bluetooth



2)
    
Wi fi



3)
    
RF



4)
    
Ethernet Sheet
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figure 3. 4 Arduino board and Modules


3.2.1. BLUETOOTH


Bluetooth
 is a wireless technology standard for exchanging data over short distances (using short-wavelength UHF radio waves in the ISM band from 2.4 to 2.485 GHz from fixed and mobile devices, and building personal area networks (PANs). Invented by telecom vendor Ericsson in 1994, it was originally conceived as a wireless alternative to RS-232 data cables. It can connect several devices, overcoming problems of synchronization.



Bluetooth is managed by the Bluetooth Special Interest Group (SIG), which has more than 25,000 member companies in the areas of telecommunication, computing, networking, and consumer electronics. The IEEE standardized Bluetooth as 
IEEE 802.15.1
, but no longer maintains the standard. The Bluetooth SIG oversees development of the specification, manages the qualification program, and protects the trademarks. A manufacturer must make a device meet Bluetooth SIG standards to market it as a Bluetooth device. A network of patents applies to the technology, which are licensed to individual qualifying devices.
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figure 3. 5 Connecting With the help of Bluetooth


	

Name and logo







The word "Bluetooth" is an Anglicized version of the Scandinavian 
Blåtand
/
Blåtann
, (Old Norse 
blátǫnn
) the epithet of the tenth-century king Harald Bluetooth who united dissonant Danish tribes into a single kingdom and, according to legend, introduced Christianity as well. The idea of this name was proposed in 1997 by Jim Kardach who developed a system that would allow mobile phones to communicate with computers.
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figure 3. 6 Bluetooth Logo


At the time of this proposal he was reading Frans G. Bengtsson's historical novel 
The Long Ships
 about Vikings and kingHarald Bluetooth. The implication is that Bluetooth does the same with communications protocols, uniting them into one universal standard. The Bluetooth logo is a bind rune merging the Younger Futhark runes 
[image: Runic letter ior.svg]

 (Hagall)
 (ᚼ
) and 
[image: Runic letter berkanan.svg]

 (Bjarkan)
 (ᛒ
), Harald's initials.



	
Implementation






Bluetooth operates at frequencies between 2400 and 2483.5 MHz (including guard bands). This is in the globally unlicensed (but not unregulated) Industrial, Scientific and Medical (ISM) 2.4 GHz short-range radio frequency band. Bluetooth uses a radio technology called frequency-hopping spread spectrum. Bluetooth divides transmitted data into packets, and transmits each packet on one of 79 designated Bluetooth channels. Each channel has a bandwidth of 1 MHz. Bluetooth 4.0 uses 2 MHz spacing, which accommodates 40 channels. The first channel starts at 2402 MHz and continues up to 2480 MHz in 1 MHz steps. It usually performs 1600 hops per second, with Adaptive Frequency-Hopping (AFH) enabled.






Originally, Gaussian frequency-shift keying (GFSK) modulation was the only modulation scheme available. Since the introduction of Bluetooth 2.0+EDR, π/4-DQPSK (Differential Quadrature Phase Shift Keying) and 8DPSK modulation may also be used between compatible devices. Devices functioning with GFSK are said to be operating in basic rate (BR) mode where an instantaneous data rate of 1 Mbit/s is possible. The term Enhanced Data Rate (EDR) is used to describe π/4-DPSK and 8DPSK schemes, each giving 2 and 3 Mbit/s respectively. The combination of these (BR and EDR) modes in Bluetooth radio technology is classified as a "BR/EDR radio".
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figure 3. 7 Implementation using Bluetooth



Bluetooth is a packet-based protocol with a master-slave structure. One master may communicate with up to seven slaves in a piconet. All devices share the master's clock. Packet exchange is based on the basic clock, defined by the master, which ticks at 312.5 µs intervals. Two clock ticks make up a slot of 625 µs, and two slots make up a slot pair of 1250 µs. In the simple case of single-slot packets the master transmits in even slots and receives in odd slots. The slave, conversely, receives in even slots and transmits in odd slots. Packets may be 1, 3 or 5 slots long, but in all cases the master's transmission begins in even slots and the slave's in odd slots.






The above is valid for "classic" BT. Bluetooth Low Energy, introduced in the 4.0 specification, uses the same spectrum but somewhat differently.





•       
Communication and connection



A master Bluetooth device can communicate with a maximum of seven devices in a piconet (an ad-hoc computer network using Bluetooth technology), though not all devices reach this maximum. The devices can switch roles, by agreement, and the slave can become the master (for example, a headset initiating a connection to a phone necessarily begins as master—as initiator of the connection—but may subsequently operate as slave).

The Bluetooth Core Specification provides for the connection of two or more piconets to form a scatternet, in which certain devices simultaneously play the master role in one piconet and the slave role in another.



At any given time, data can be transferred between the master and one other device (except for the little-used broadcast mode. The master chooses which slave device to address; typically, it switches rapidly from one device to another in a round-robin fashion. Since it is the master that chooses which slave to address, whereas a slave is (in theory) supposed to listen in each receive slot, being a master is a lighter burden than being a slave. Being a master of seven slaves is possible; being a slave of more than one master is difficult. The specification is vague as to required behavior in scatter nets.






Many USB Bluetooth adapters or "dongles" are available, some of which also include an IrDA adapter.





	
Uses






Bluetooth is a standard wire-replacement communications protocol primarily designed for low-power consumption, with a short range based on low-cost transceiver microchips in each device. Because the devices use a radio (broadcast) communications system, they do not have to be in visual line of sight of each other, however a 
quasi optical
 wireless path must be viable. Range is power-class-dependent, but effective ranges vary in practice; see the table on the right.






Officially Class 3 radios have a range of up to 1 meter (3 ft.), Class 2, most commonly found in mobile devices, 10 meters (33 ft.), and Class 1, primarily for industrial use cases,100 meters (300 ft.). Bluetooth Marketing qualifies that Class 1 range is in most cases 20–30 meters (66–98 ft.) and Class 2 range 5–10 meters (16–33 ft.)






The effective range varies due to propagation conditions, material coverage, production sample variations, antenna configurations and battery conditions. Most Bluetooth applications are for indoor conditions, where attenuation of walls and signal fading due to signal reflections make the range far lower than specified line-of-sight ranges of the Bluetooth products. Most Bluetooth applications are battery powered Class 2 devices, with little difference in range whether the other end of the link is a Class 1 or Class 2 device as the lower powered device tends to set the range limit. In some cases the effective range of the data link can be extended when a Class 2 device is connecting to a Class 1 transceiver with both higher sensitivity and transmission power than a typical Class 2 device.
[16]
 Mostly however the Class 1 devices have a similar sensitivity to Class 2 devices. Connecting two Class 1 devices with both high sensitivity and high power can allow ranges far in excess of the typical 100m, depending on the throughput required by the application. Some such devices allow open field ranges of up to 1 km and beyond between two similar devices without exceeding legal emission limits.






The Bluetooth Core Specification mandates a range of not less than 10 metres (33 ft), but there is no upper limit on actual range. Manufacturers' implementations can be tuned to provide the range needed for each case.
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figure 3. 8 bluetooth Core Specifications


•       
Bluetooth profiles




To use Bluetooth wireless technology, a device must be able to interpret certain Bluetooth profiles, which are definitions of possible applications and specify general behaviors that Bluetooth-enabled devices use to communicate with other Bluetooth devices. These profiles include settings to parameterize and to control the communication from start. Adherence to profiles saves the time for transmitting the parameters anew before the bi-directional link becomes effective. There are a wide range of Bluetooth profiles that describe many different types of applications or use cases for devices.




•       
List of applications
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figure 3. 9 Bluetooth Mobile Phone Headset



A typical Bluetooth mobile phone headset.





	

Wireless control of and communication between a mobile phone and a hands free headset. This was one of the earliest applications to become popular.




	

Wireless control of and communication between a mobile phone and a Bluetooth compatible car stereo system.




	

Wireless control of and communication with tablets and speakers such as iOS and Android devices.




	

Wireless Bluetooth headset and Intercom. Idiomatically, a headset is sometimes called "a Bluetooth".
[22]




	

Wireless streaming of audio to headphones without communication capabilities.
[23]




	

Wireless networking between PCs in a confined space and where little bandwidth is required.




	

Wireless communication with PC input and output devices, the most common being the mouse, keyboard and printer.




	

Transfer of files, contact details, calendar appointments, and reminders between devices with OBEX.




	

Replacement of previous wired RS-232 serial communications in test equipment, GPS receivers, medical equipment, bar code scanners, and traffic control devices.




	

For controls where infrared was often used.




	

For low bandwidth applications where higher USB bandwidth is not required and cable-free connection desired.




	

Sending small advertisements from Bluetooth-enabled advertising hoardings to other, discoverable, Bluetooth devices.
[24]




	

Wireless bridge between two Industrial Ethernet (
e.g.
, PROFINET) networks.




	

Three seventh and eighth generation game consoles, Nintendo's Wii.
[25]
 and Sony's PlayStation 3, use Bluetooth for their respective wireless controllers.




	

Dial-up internet access on personal computers or PDAs using a data-capable mobile phone as a wireless modem.




	

Short range transmission of health sensor data from medical devices to mobile phone, set-top box or dedicated tele health devices.
[26]




	

Allowing a DECT phone to ring and answer calls on behalf of a nearby mobile phone.




	

Real-time location systems (RTLS), are used to track and identify the location of objects in real-time using “Nodes” or “tags” attached to, or embedded in the objects tracked, and “Readers” that receive and process the wireless signals from these tags to determine their locations.
[27]




	

Personal security application on mobile phones for prevention of theft or loss of items. The protected item has a Bluetooth marker (
e.g.
, a tag) that is in constant communication with the phone. If the connection is broken (the marker is out of range of the phone) then an alarm is raised. This can also be used as a man overboardalarm. A product using this technology has been available since 2009.
[28]




	

Calgary, Alberta, Canada's Roads Traffic division uses data collected from travelers' Bluetooth devices to predict travel times and road congestion for motorists.
[29]




	

Wireless transmission of audio,
[30]
 (a more reliable alternative to FM transmitters)







•       
Devices
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figure 3. 10 Bluetooth USB dongle



A Bluetooth USB dongle with a 100 m range. Bluetooth exists in many products, such as telephones, tablets, media players, robotics systems, handheld, laptops and console gaming equipment, and some high definition headsets, modems, and watches.
[31]
 The technology is useful when transferring information between two or more devices that are near each other in low-bandwidth situations. Bluetooth is commonly used to transfer sound data with telephones (i.e., with a Bluetooth headset) or byte data with hand-held computers (transferring files).






Bluetooth protocols simplify the discovery and setup of services between devices. Bluetooth devices can advertise all of the services they provide. This makes using services easier, because more of the security, network address and permission configuration can be automated than with many other network types.




Pairing mechanisms


Pairing mechanisms changed significantly with the introduction of Secure Simple Pairing in Bluetooth v2.1. The following summarizes the pairing mechanisms:



	

Legacy pairing
: This is the only method available in Bluetooth v2.0 and before. Each device must enter a PIN code; pairing is only successful if both devices enter the same PIN code. Any 16-byte UTF-8 string may be used as a PIN code; however, not all devices may be capable of entering all possible PIN codes.



	
Limited input devices
: The obvious example of this class of device is a Bluetooth Hands-free headset, which generally have few inputs. These devices usually have a 
fixed PIN
, for example "0000" or "1234", that are hard-coded into the device.


	
Numeric input devices
: Mobile phones are classic examples of these devices. They allow a user to enter a numeric value up to 16 digits in length.


	
Alpha-numeric input devices
: PCs and smartphones are examples of these devices. They allow a user to enter full UTF-8 text as a PIN code. If pairing with a less capable device the user must be aware of the input limitations on the other device, there is no mechanism available for a capable device to determine how it should limit the available input a user may use.






	

Secure Simple Pairing
 (SSP): This is required by Bluetooth v2.1, although a Bluetooth v2.1 device may only use legacy pairing to interoperate with a v2.0 or earlier device. Secure Simple Pairing uses a form of public key cryptography, and some types can help protect against man in the middle, or MITM attacks. SSP has the following characteristics:



	
Just works
: As the name implies, this method just works, with no user interaction. However, a device may prompt the user to confirm the pairing process. This method is typically used by headsets with very limited IO capabilities, and is more secure than the fixed PIN mechanism this limited set of devices uses for legacy pairing. This method provides no man-in-the-middle (MITM) protection.


	
Numeric comparison
: If both devices have a display, and at least one can accept a binary yes/no user input, they may use Numeric Comparison. This method displays a 6-digit numeric code on each device. The user should compare the numbers to ensure they are identical. If the comparison succeeds, the user(s) should confirm pairing on the device(s) that can accept an input. This method provides MITM protection, assuming the user confirms on both devices and actually performs the comparison properly.


	
Passkey Entry
: This method may be used between a device with a display and a device with numeric keypad entry (such as a keyboard), or two devices with numeric keypad entry. In the first case, the display is used to show a 6-digit numeric code to the user, who then enters the code on the keypad. In the second case, the user of each device enters the same 6-digit number. Both of these cases provide MITM protection.


	
Out of band
 (OOB): This method uses an external means of communication, such as Near Field Communication (NFC) to exchange some information used in the pairing process. Pairing is completed using the Bluetooth radio, but requires information from the OOB mechanism. This provides only the level of MITM protection that is present in the OOB mechanism.









SSP is considered simple for the following reasons:



	
In most cases, it does not require a user to generate a passkey.


	
For use-cases not requiring MITM protection, user interaction can be eliminated.


	
For 
numeric comparison
, MITM protection can be achieved with a simple equality comparison by the user.


	
Using OOB with NFC enables pairing when devices simply get close, rather than requiring a lengthy discovery process.




Security concerns


Prior to Bluetooth v2.1, encryption is not required and can be turned off at any time. Moreover, the encryption key is only good for approximately 23.5 hours; using a single encryption key longer than this time allows simple XOR attacks to retrieve the encryption key.



	
Turning off encryption is required for several normal operations, so it is problematic to detect if encryption is disabled for a valid reason or for a security attack.





Bluetooth v2.1 addresses this in the following ways:



	
Encryption is required for all non-SDP (Service Discovery Protocol) connections


	
A new Encryption Pause and Resume feature is used for all normal operations that require that encryption be disabled. This enables easy identification of normal operation from security attacks.


	
The encryption key must be refreshed before it expires.





Link keys may be stored on the device file system, not on the Bluetooth chip itself. Many Bluetooth chip manufacturers let link keys be stored on the device—however, if the device is removable, this means that the link key moves with the devices.





3.2.2. Wi-Fi




Wi-Fi is a local area wireless computer networking technology that allows electronic devices to network, mainly using the 2.4 GHz UHF and 5 GHz SHF ISM radio bands.

The Wi-Fi Alliance defines Wi-Fi as any "wireless local area network" (WLAN) product based on the Institute of Electrical and Electronics Engineers' (IEEE) 802.11 standards". However, the term "Wi-Fi" is used in general English as a synonym for "WLAN" since most modern WLANs are based on these standards. "Wi-Fi" is a trademark of the Wi-Fi Alliance. The "Wi-Fi CERTIFIED" trademark can only be used by Wi-Fi products that successfully complete Wi-Fi Alliance interoperability certification testing.

Many devices can use Wi-Fi, e.g. personal computers, video-game consoles, smartphones, digital cameras, tablet computers and digital audio players. These can connect to a network resource such as the Internet via a wireless network access point. Such an access point (or hotspot) has a range of about 20 meters (66 feet) indoors and a greater range outdoors. Hotspot coverage can comprise an area as small as a single room with walls that block radio waves, or as large as many square kilometers achieved by using multiple overlapping access points. Depiction of a device sending information wirelessly to another device, both connected to the local network, in order to print a document.

Wi-Fi can be less secure than wired connections, such as Ethernet, because an intruder does not need a physical connection. Web pages that use TLS are secure, but unencrypted internet access can easily be detected by intruders. Because of this, Wi-Fi has adopted various encryption technologies. The early encryption WEP proved easy to break. Higher quality protocols (WPA, WPA2) were added later. An optional feature added in 2007, called Wi-Fi Protected Setup (WPS), had a serious flaw that allowed an attacker to recover the router's password. The Wi-Fi Alliance has since updated its test plan and certification program to ensure all newly certified devices resist attacks.

[image: ]



3.2.3. RF


Radio frequency
 (
RF
) is a rate of oscillation in the range of around 3 kHz to 300 GHz, which corresponds to the 
frequency of 
radio waves, and the 
alternating currents which carry radio signals. RF usually refers to electrical rather than mechanical oscillations; however, mechanical RF systems do exist.



.
[image: ]


Figure 3.11. RF


Although radio 
frequency
 is a rate of oscillation, the term "radio frequency" or its abbreviation "RF" are also used as a synonym for radio – i.e., to describe the use of wireless communication, as opposed to communication via electric wires. Examples include:



	
Radio-frequency identification


	
ISO/IEC 14443-2 
Radio frequency power and signal interface





3.2.4. ETHERNET SHIELD



Ethernet
 is a family of computer networking technologies for local area networks (LANs) and metropolitan area networks (MANs). It was commercially introduced in 1980 and first standardized in 1983 as IEEE 802.3, and has since been refined to support higher bit rates and longer link distances. Over time, Ethernet has largely replaced competing wired LAN technologies such as token ring, FDDI, and ARCNET. The primary alternative for contemporary LANs is not a wired standard, but instead a wireless LAN standardized as IEEE 802.11 and also known as Wi-Fi.
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Figure 3.12. Network Interfacing



The Ethernet standards comprise several wiring and signaling variants of the OSI physical layer in use with Ethernet. The original10BASE5 Ethernet used coaxial cable as a shared medium. Later the coaxial cables were replaced with twisted pair and fiber optic links in conjunction with hubs or switches. Over the course of its history, Ethernet data transfer rates have been increased from the original 3 megabits per second (Mbit/s) to the latest 100 gigabits per second (Gbit/s), with 400 Gbit /s expected by early 2017





Bluetooth vs. Wi-Fi (IEEE 802.11)





Bluetooth and Wi-Fi (the brand name for products using IEEE 802.11 standards) have some similar applications: setting up networks, printing, or transferring files. Wi-Fi is intended as a replacement for high speed cabling for general local area network access in work areas. This category of applications is sometimes called wireless local area networks (WLAN). Bluetooth was intended for portable equipment and its applications. The category of applications is outlined as the wireless personal area network (WPAN). Bluetooth is a replacement for cabling in a variety of personally carried applications in any setting and also works for fixed location applications such as smart energy functionality in the home (thermostats, etc.).






Wi-Fi and Bluetooth are to some extent complementary in their applications and usage. Wi-Fi is usually access point-centered, with an asymmetrical client-server connection with all traffic routed through the access point, while Bluetooth is usually symmetrical, between two Bluetooth devices. Bluetooth serves well in simple applications where two devices need to connect with minimal configuration like a button press, as in headsets and remote controls, while Wi-Fi suits better in applications where some degree of client configuration is possible and high speeds are required, especially for network access through an access node. However, Bluetooth access points do exist and ad-hoc connections are possible with Wi-Fi though not as simply as with Bluetooth. Wi-Fi Direct was recently developed to add a more Bluetooth-like ad-hoc functionality to Wi-Fi.







CHAPTER 4





VOICE CONTROLLED HOME


 



It's really easy and quick to add voice control to your Arduino project. Whether it is home automation or door lock, or robots, voice control could be one eye catching feature in an Arduino project. In this tutorial I’ll show you how to voice control Arduino projects without voice recognition shield. We’ll be using a HC-05 Bluetooth module. We’ll connect a Android device with HC-05 Bluetooth. Android Phone will convert voice into string of data using Google voice recognition software. This string of data will be sent to HC-05 Bluetooth module and then to Arduino Uno. After that, Arduino decodes and process it.



[image: C:\Users\Technohunters\Documents\Bluetooth Folder\P_20150510_014110.jpg]




figure 4.1 Ardunio with HC 05


The circuit is very simple. Since the Tx and Rx pin on HC-05 Bluetooth module are 3.3v pins you have use voltage dividers to step down 5 volt signal from Arduino to 3.3 volt signal.




Arduino--------------- HC-05 Bluetooth






11--------------------------Rx






10--------------------------Tx






5v-------------------------Vcc





​
Gnd----------------------Gnd
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figure 4.2 Circuit Diagram



CODING





On the Android device we use an Application called as AMR_Voice to convert voice into string of data and send it over Bluetooth. You can download this app from Google Play store. We use the software serial library for his project. You can download the code; it is attached with this instructable.




ARDUINO SKETCH FOR VOICE CONTROLLING OF HOME



#include <SoftwareSerial.h>



SoftwareSerial BT(11, 10); //TX, RX respetively



String voice;



void setup() {



BT.begin(9600);



Serial.begin(9600);



pinMode(2, OUTPUT);




  pinMode(3, OUTPUT);



pinMode(4, OUTPUT);




  pinMode(5, OUTPUT);



pinMode(6, OUTPUT);




}



//-----------------------------------------------------------------------//  




void loop() {



  while (BT.available()){  //Check if there is an available byte to read



delay(10); //Delay added to make thing stable




  char c = BT.read(); //Conduct a serial read



  if (c == '#') {break;} //Exit the loop when the # is detected after the word



  voice += c; //Shorthand for voice = voice + c



}  




  if (voice.length() > 0) {



Serial.println(voice);




  if(voice == "*car") //for garage



  {



    digitalWrite(2, HIGH);



}




else if(voice == "*park")




  {



    digitalWrite(2, LOW);



  }



    else if(voice == "*bath") //for bathroom



  {



    digitalWrite(3, HIGH);



  }



else if(voice == "*fresh")




  {



    digitalWrite(3, LOW);



  }



    else if(voice == "*wake") // for bedroom



  {



    digitalWrite(4, HIGH);



  }



else if(voice == "*sleep")




  {



    digitalWrite(4, LOW);



  }



   else if(voice == "*party") //for hall



  {



    digitalWrite(5, HIGH);



  }



else if(voice == "*over")




  {



    digitalWrite(5, LOW);



  }



else if(voice == "*hot")// for Fan




  {



    digitalWrite(6, HIGH);



  }



else if(voice == "*cool")




  {



    digitalWrite(6, LOW);



  }



voice="";}} //Reset the variable after initiating.





ANDROID APPLICATION





We are using the AMR_VOICE.apk android app in this project. This app connects with arduino using Bluetooth connection. For this project it is necessary to have an Internet connection in your smart phone because we are converting the voice using VOICE SYNTHESIS process which can be possible ONLINE only.



[image: C:\Users\Technohunters\Pictures\Picasa\Exports\Screen Captures\Fullscreen capture 11-05-2015 015848.jpg]




figure 4.3 BT Voice Control App
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figure 4.4 Hoe automation


This is the symbolic representation of home where we have different important parts of our home like Fan, Garage Lights, Bathroom lights, Bed room lights and Hall lights which we can control by  just saying some words to our android smartphone.


[image: C:\Users\Technohunters\Documents\Bluetooth Folder\P_20150510_014014.jpg]


figure 4.4  Full Project

In the project I just use very common and generic keywords for controlling the differenet segments of home. Like wise

For Garage Lights__ON (CAR)__OFF ( PARK)

For Bathroom Lights__ON (BATH)__OFF ( FRESH)

For Bedroom Lights__ON (WAKE)__OFF ( SLEEP)

For Hall Lights__ON (PARTY)__OFF ( OVER)

For Fan__ON (HOT)__OFF ( COOL).

They seems funny but very common in their perspectives.

This way the whole project works.


PROJECT MODULES

We divided the whole Voice Controlled Home Automation into some parts for ease of understanding and task execution. They are as follows-

1)    
Fan/ AC Switching..

2)    
Light Controlling.

3)   
 Automation Related to Home Security & Surveillance

4)   
 Water level Controlling and Monitoring in Water Tank using Android Smartphone

5)    
Fire Alarm Notifier

6)    
Parental Control


4.4.1. FAN/ AC SWITCHING: 

Fans/ ACs are the very basic need in summer times at home. Normally we run the fan at the top speed to get more and more airy atmosphere around us. But as we know that the temperature decreases at night compare to day time. So most of the time one has to wake up at night and slow down the fan. We are using LM35 Temperature sensor that sense the atmospheric temperature and accordingly the potential changes between the terminals. This variation in voltage is used to change the fan speed. For controlling the speed of fan we have to give the sensors input to the analog input pins and according the program the MCU change the voltage difference between the terminals of the DC Motor that can be used as a fan. This temperature is also send to the Android device for human monitoring and control. If suppose you are feeling hot and want to run the fan at the top speed so you can control the speed by your android app without moving from your bed.
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Figure 4.6. Fan Switching Controller


4.4.2. LIGHT CONTROLLING

LDR is a light-controlled variable resistor. The resistance of a photo resistor decreases with increasing incident light intensity. Normally the resistance of an LDR is very high, sometimes as high as few M-ohms, but when they are illuminated with light resistance drops dramatically. Material used in LDR can be Cadmium Sulphide (CdS) or Lead Sulphide (PbS). Phototransistors are same like LDR having low sensitivity then the LDR.

An Infrared Sensors are also photovoltaic devices that sense the Infrared radiation and show changes accordingly as the Phototransistors and LDR does when visible light falls on it.

[image: ]


Figure 4.7. Light automation

We use the photoconductive principle for to automate the doors and windows. We also control the lightning of different parts of house by applying photo sensors place to place. They sense the hindrance and switch on the appliances of that zone.

[image: ]


Figure 4.8. Light Intensity Controlling using Smartphone

We also modified it by giving a dc motor speed control with the same phenomena. As we are controlling the light intensity by changing the voltages of the terminals. This provides us the facility to control the light intensity by just swapping our fingers on the smartphone screen.


ARDUINO CODE FOR CONTROLLING HOME USING SMARTPHONE

#define START_CMD_CHAR '*'

#define END_CMD_CHAR '#'

#define DIV_CMD_CHAR '|'

#define CMD_DIGITALWRITE 10

#define CMD_ANALOGWRITE 11

#define CMD_TEXT 12

#define CMD_READ_ARDUDROID 13

#define MAX_COMMAND 20  // max command number code. used for error checking.

#define MIN_COMMAND 10  // minimum command number code. used for error checking.

#define IN_STRING_LENGHT 40

#define MAX_ANALOGWRITE 255

#define PIN_HIGH 3

#define PIN_LOW 2

String inText;

void setup() {

Serial.begin(9600);

Serial.println("ArduDroid

void loop()

{

Serial.flush();

int ard_command


= 0;

int pin_num = 0;

int pin_value = 0;

char get_char = ' ';  //read serial

// wait for incoming data

if (Serial.available() < 1) return; // if serial empty, return to loop().

// parse incoming command start flag

get_char = Serial.read();

if (get_char != START_CMD_CHAR) return; // if no command start flag, return to loop().

// parse incoming command type

ard_command = Serial.parseInt(); // read the command

// parse incoming pin# and value 

pin_num = Serial.parseInt(); // read the pin

pin_value = Serial.parseInt();  // read the value

// 1) GET TEXT COMMAND FROM ARDUDROID

if (ard_command == CMD_TEXT){

inText =""; //clears variable for new input

while (Serial.available())  {

char c = Serial.read();  //gets one byte from serial buffer

delay(5);

if (c == END_CMD_CHAR) { // if we the complete string has been read

// add your code here

break;

}

else {

if (c !=  DIV_CMD_CHAR) {

inText += c;

delay(5);

}}}}

     CONTROL DIGITALWRITE PINS

[image: Picture of Control digitalWrite pins]


This is the code block that receives from Android the pin number and the ON/OFF (HIGH/LOW) value to toggle the corresponding pin.  You can turn a relay on /off to switch an electrical device.  Please note that this code block calls a function set_digitalwrite() which has a Switch/Case structure to give you room to write code to act on each pin separately.


// 2) GET
 digitalWrite DATA FROM ARDUDROID


if (ard_command == CMD_DIGITALWRITE){ 

if (pin_value == PIN_LOW) pin_value = LOW;

else if (pin_value == PIN_HIGH) pin_value = HIGH;

else return; // error in pin value. return.

set_digitalwrite( pin_num,  pin_value);

return;

}


    CONTROL ANALOGWRITE PINS


[image: Picture of Control analogWrite pins]


This is the code block that receives the PWM value from 0 to 255 that you send from Android to control the PWM designated Arduino Uno pins 11,9,10,5,4,3. You can add code to control a motor for a robot or fan, for example, to speed it up or slow it down. Or you can send a command to dim a light.

// 3) GET analog Write DATA FROM ARDUDROID

if (ard_command == CMD_ANALOGWRITE) { 

analogWrite(  pin_num, pin_value );

// add your code here

return;  // Done. return to loop();

}


SEND TEXT/COMMAND FROM ANDROID TO ARDUINO


[image: Picture of Send text/command from Android to Arduino]


This is the code block that handles the text you type in the field next to Send Data button.  For example, you can send a password to activate/login into a system. Or you can send text to an LCD connected to Arduino to display something.

 

// 4) SEND DATA TO ARDUDROID

if (ard_command == CMD_READ_ARDUDROID) {

// char send_to_android[] = "Place your text here." ;

// Serial.println(send_to_android);   // Example: Sending text

Serial.print(" Analog 0 = ");

Serial.println(analogRead(A0));  // Example: Read and send Analog pin value to Arduino

return;  // Done. return to loop();

}

}

// 2a) select the requested pin# for DigitalWrite action

void set_digitalwrite(int pin_num, int pin_value)

{

switch (pin_num) {

case 13:

pinMode(13, OUTPUT);

digitalWrite(13, pin_value);

// add your code here     

break;

case 12:

pinMode(12, OUTPUT);

digitalWrite(12, pin_value);  

// add your code here      

break;

case 11:

pinMode(11, OUTPUT);

digitalWrite(11, pin_value);        

// add your code here

break;

case 10:

pinMode(10, OUTPUT);

digitalWrite(10, pin_value);        

// add your code here

break;

case 9:

pinMode(9, OUTPUT);

digitalWrite(9, pin_value);        

// add your code here

break;

case 8:

pinMode(8, OUTPUT);

digitalWrite(8, pin_value);        

// add your code here

break;

case 7:

pinMode(7, OUTPUT);

digitalWrite(7, pin_value);        

// add your code here

break;

case 6:

pinMode(6, OUTPUT);

digitalWrite(6, pin_value);        

// add your code here

break;

case 5:

pinMode(5, OUTPUT);

digitalWrite(5, pin_value);

// add your code here      

break;

case 4:

pinMode(4, OUTPUT);

digitalWrite(4, pin_value);        

// add your code here

break;

case 3:

pinMode(3, OUTPUT);

digitalWrite(3, pin_value);        

// add your code here

break;

case 2:

pinMode(2, OUTPUT);

digitalWrite(2, pin_value);

// add your code here      

break;     

// default:

// if nothing else matches, do the default

// default is optional

}

}


4.4.3.  AUTOMATION RELATED TO HOME SECURITY & SURVEILLANCE:
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Figure 4.9. Home Surveillance

We are so thoughtful about the home security as because we are going to give access of our house in the hands of a computer. Hackers are a big security issue for those systems. Android based home automation system is the solution for this problem. In this we have an Android app that controls a motor rotation which is connected to a shaft that locks the door as per the demand of user. It can be accessed by the Bluetooth or Ethernet module as per our need. We can also implement a camera at Welcome door at home so that it can capture pictures of every person that come at your home by sensing his presence using proximity sensor.


4.4.4. WATER LEVEL CONTROLLING AND MONITORING IN WATER TANK:

Overflow of water in water tanks at home is a major issue in cities that create a huge loses of drinking water in cities. Thus we also included this section in our project. We build a water level sensor that can sense different levels of water in the tank. This circuitry output is connected to a relay that auto cut the power supply when water tank filled up to a level. It also connected to the Arduino board’s analog input pins so that it sends the water level information to the Android device for manual monitoring on phone.
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Figure 4.10. Water Level Indicator


4.4.5. FIRE ALARM NOTIFIER:

Fire alarms are an essential part of Home Security. It uses the same mechanism of Temperature sensing as we discuss in the fan speed controlling using LM35 sensor. But for more accuracy we can also put a smoke sensor in place of thermal sensor so that we can distinguish between a normal summer day’s temperature rise and real fire. It sensor give the input to the analog ports of MCU which redirect the digital pins of MCU that start the alarm or switch on the water springs. We also get a notification on Android device.

[image: ]


Figure 4.11.Fire Alarm


CHAPTER NO. 5

CONCLUSION AND FUTURE SCOPE

Smart Home concept has the potential to change the lifestyle of a common man. It can give us more comfort with all the necessary things that we need for our survival. Smart home Automation is a very effective solution for several home related problems. It reduces human efforts and also cures human errors by which lots of energy saves in the form of electricity and mechanical work done. It’s really making us smart. But it’s not the end at all, although it’s the beginning of a new era. In future we could control things by just thinking or imagining them in mind. Latest researches on Nanotechnology on neural system sensing in humans shows us the way to dream a future in which we have a house of  background changing walls according to our mood to make us feel better. Voice control system (Jarvis- Iron Man), Auto cleaning floor are some additional ones. For making it portable and handy we could build Nano chips that will have the potential to connect with any device by just touching it. For imagining such a pleasant world one must have to watch the movie Smart House (1999) by Walt Disney Production. Yes it’s the future that we dream about. Improvement is a lifelong continuous phenomenon and we always follow it.


SOME PROPOSED FUTURE IMPLEMENTATIONS OF SMART HOME PROJECT

•       
Parental Control by using GPS Navigation System.

•       
Internet controlling of Home appliances using NIC.

•       
Mood Sensing room (Music Changer, Wall colors Changer etc.).

•       
Articles Monitoring using NFC or GPS.

•       
NFC based Information System.


REFERENCES

[1]  
 Data Communication Network, 4th
 Edition, Frozen, TMH Publication.

[2]  
 Wireless Communication, 6th
 Edition, Roy Blake, Cengage Publication House.

[3]  
 Communication System, 3rd
 Edition, Simone Hakens

[4]  
 Arduino Official Website. Available: http://www.arduino.cc(2015)

[5]  
 Arduino based Android Project Developers Website. Available:  http://www.instructable.com(2015)

[6]  
 Official Wiki Knowledge Site for knowing How to like question’s answer.http://www.wikihow.com/Replace-a-Ceiling-Fan-Pull-Chain-Switch(2015)

[7]   
Canstock photo .Available:                                          http://www.canstockphoto.com/vector-of-woman-switching-on-fan-15802877.html(2013)

[8]  
 About Home Automation. Available: http://www.crestron.com/markets/home_theater_and_whole_house_home_automation/(2015)

[9]  
 Home Security Knowledge. Available: http://www.lloydsecurity.com/wp-content/uploads/2014/11/home_automation_systems-1.jpg (2015)

[10]           
Vestermet. Resources of Home Automation.Available:http://www.vesternet.com/us/media/wysiwyg/Resource_Icons/What_is_Home_Automation_Main.jpg (2015)

[11]           
Android Operating System Knowledge.  Available: http://en.wikipedia.org/wiki/Android_%28operating_system%29(2013)

[12]           
Theory of Home Automation.  Available: http://en.wikipedia.org/wiki/Home automation(2014)

[13]           
Door locks Automation.  Available: http://www.usinspect.com/sites/default/files/images/garage%20door%20safety.jpg (2014)

[14]           
Fire Detector Image.  Available: http://patriotsecurityinc.com/wp-content/uploads/2012/05/FIRE-DETECTION-BANNER-960-X-350_5-bw-scaled.jpg (2014)

[15]           
Home Surveillance. Available: http://www.arraycompany.com/images/home_surveillance02.jpg (2015)

[16]           
http://www.instructables.com/id/Andruino-A-Simple-2-Way-Bluetooth-based-Android-C/?ALLSTEPS

[17]           
http://www.instructables.com/id/IR-laser-person-counter/?utm_source=pm&utm_medium=related-instructables&utm_campaign=related_test

[18]           
http://construyasuvideorockola.com/proyect_luz_automatica.php

OEBPS/image_rsrc162.jpg





OEBPS/image_rsrc171.jpg
| —

— —





OEBPS/image_rsrc16Y.jpg
SEND/GET ARDUINO DATA

o]






OEBPS/image_rsrc16Z.jpg





OEBPS/image_rsrc16W.jpg
DIGITALWRITE - T¢

BEDn






OEBPS/image_rsrc161.jpg
- —
v/ 1 N = e
\—/ | J
-






OEBPS/image_rsrc16X.jpg
ANALOGWRITE - FROM 0-255
Pin11 @

Pin10 M

Pin09 M

Pin06 M






OEBPS/image_rsrc16U.jpg





OEBPS/image_rsrc16V.jpg
Light Intensity Controlling Hardware






OEBPS/image_rsrc16S.jpg





OEBPS/image_rsrc16T.jpg





OEBPS/image_rsrc170.jpg
Water Level Indicator Hardware






OEBPS/image_rsrc16R.jpg





OEBPS/image_rsrc16K.jpg
C——
A7
\’7!

~





OEBPS/image_rsrc16M.jpg
\.‘.,\

‘\"""‘«.Ic,
a0 \'.\~‘\t\.u ‘*““

oA

- ¢
\ 3
SN\ 3 R
1y S e S
L) ‘: \-&_
S G .
Y

A.‘4'$$






OEBPS/image_rsrc16H.jpg





OEBPS/image_rsrc16J.jpg
RF

Radio Frequency Shell Technology





OEBPS/image_rsrc16F.jpg





OEBPS/image_rsrc16G.jpg





OEBPS/image_rsrc16D.jpg





OEBPS/image_rsrc16E.jpg
Max. permitted power Typ. rangel” | || Version Data rate Max. application throughput

Class
(mw) (dBm) (m) 1.2 1 Mbit/s >80 kbit/s
a 100 20 ~100 | || 2.0+EDR| 3 Mbit's >80 kbit/s
2 25 4 ~10 3.0 +HS | 24 Mbit's See Version 3.0 + HS

3 1 0 =1 4.0 24 Mbit/s See Version 4.0 LE





OEBPS/image_rsrc16N.jpg
Arduino

Gnd

+5v

RX TX

RX TXGnd +5v

Bluetooth

HC-05

I






OEBPS/image_rsrc16P.jpg
181 AMR_Voice

Android Meets Robots
Voice Recognition

ENABLING BLUETOOTH





OEBPS/image_rsrc168.jpg





OEBPS/image_rsrc169.jpg
=
O e Jo
©Bletooth’ «——>  @Bluetoot’ «——— B Bluetooth’

Wirsless devices, streamingrich _Devices that connect with both,  Sensor devices, sending smal bits
content,like video and audio.  The center of your wireless world  of data, using very ltle energy.





OEBPS/image_rsrc166.jpg
S

o £ ¥






OEBPS/image_rsrc167.jpg
and012 TOTALCONTROL






OEBPS/image_rsrc164.jpg





OEBPS/image_rsrc165.jpg





OEBPS/image_rsrc163.jpg





OEBPS/image_rsrc16C.jpg





OEBPS/image_rsrc16A.jpg





OEBPS/image_rsrc16B.jpg





